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Section I. Invitation to Bid
INVITATION TO BID FOR THE
SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS
NETWORK SECURITY TOOLS:

1. The Information and Communications Technology Office (ICT Office), through the
   Integrated Government Philippines (iGovPhil) Project of the eGovernment (eGov) Fund,
   intends to apply the sum of TWELVE MILLION, THREE HUNDRED SEVENTY-FIVE
   THOUSAND, NINE HUNDRED THIRTY-EIGHT PESOS (₱ 12,375,938.00) being
   the Approved Budget for the Contract (ABC) for the SUPPLY, DELIVERY AND
   INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS:

   A. SUPPLY AND DELIVERY OF NETWORK PENETRATION TESTING SOFTWARE
      ABC: ₱ 6,700,242.00
   B. SUPPLY, DELIVERY AND INSTALLATION SOURCE CODE ANALYSIS TOOL
      ABC: ₱ 5,000,000.00
   C. SUPPLY, DELIVERY AND INSTALLATION WEB VULNERABILITY SCANNER
      ABC: ₱ 675,696.00

   as per Purchase Request (PR) Number 101-2014-09-639. Bids received in excess of
   the ABC shall be automatically rejected at bid opening.

2. The ICT Office now invites bids for the SUPPLY, DELIVERY AND INSTALLATION
   OF VARIOUS NETWORK SECURITY TOOLS. Delivery of the Goods is required within
   Thirty (30) calendar days after receipt of Notice to Proceed at ICT Office Building,
   Carlos P. Garcia Avenue, Diliman, Quezon City. Bidders should have completed, within
   the last 5 years, from January 2010 up to December 2014 from the date of
   submission and receipt of bids, at least one (1) single contract of similar nature
   amounting to at least fifty percent (50%) of the ABC. The description of an eligible
   bidder is contained in the Bidding Documents, particularly, in Section II. Instructions to
   Bidders.

3. Bidding will be conducted through open competitive bidding procedures using a non-
   discretionary “pass/fail” criterion as specified in the Revised Implementing Rules and
   Regulation (IRR) of Republic Act (RA) 9184, otherwise known as the “Government
   Procurement Reform Act”.

   Bidding is restricted to Filipino Citizens/Sole Proprietorships, Partnerships or
   Organizations with at least sixty percent (60%) interest or outstanding capital stock
   belonging to citizens of the Philippines, and to citizens or organizations of a country with
   laws or regulations that grant similar rights or privileges to Filipino Citizens, pursuant to
   RA 5183 and subject to Commonwealth Act 138.

4. Interested bidders may obtain the complete set of the Bidding Documents from the Bids
   and Awards Committee for Integrated Government Philippines (BAC4IGOV) Secretariat at
   Room No. 106, Ground Floor, ICT Office Building, Carlos P. Garcia Avenue, Diliman,
   Quezon City from 9:00AM to 5:00 p.m., Mondays to Fridays, except Holidays.
The complete set of Bidding Documents may be purchased by prospective bidders starting **December 15, 2014** upon payment of a non-refundable fee of **TWENTY-FIVE THOUSAND PESOS (₱ 25,000.00)**.

The Bidding Documents may also be downloaded free of charge from the Philippine Government Electronic Procurement System (PhilGEPS) Website. Prospective Bidders who download the Bidding Documents will only be allowed to submit their bids upon payment of the non-refundable fee stated above.

5. The **BAC4IGOV** will have a Pre-Bid Conference on **January 5, 2015, 10:00 a.m. – 12:00 n.n.** at the ICT Office **Seminar Room, 2nd Floor, Carlos P. Garcia Avenue, Diliman, Quezon City.**

6. The Bidders shall submit their duly accomplished requirements, technical and financial proposals in three separate sealed envelopes in the bid box located at the **ICT Office Lobby, Ground Floor**, ICT Office Building Carlos P. Garcia Avenue, Diliman, Quezon City on or before **9:00 a.m. of January 21, 2015.**

The Bid Opening will be on **January 21, 2015, 9:30 a.m.** at the ICT Office **Seminar Room, 2nd Floor, 2nd Floor**, ICT Office Building, Carlos P. Garcia Avenue, Diliman, Quezon City. Bids will be opened in the presence of the Bidder’s Representative(s) who opt to attend the Bid Opening. Representative(s) from the Commission on Audit will also be invited to witness the Opening of Bids.

Late Bids will not be accepted.

7. **ICT Office** reserves the right to waive any formality in the responses to the eligibility requirements and to this invitation. **ICT Office** further reserves the right to accept or reject any Bid, to annul the bidding process, and to reject all Bids at any time prior to contract award, and makes no assurance that contract shall be entered into as a result of this invitation, without thereby incurring any liability to the affected Bidder or Bidders.

8. For further information, please refer to:

**MR. NESTOR S. BONGATO**
Head, ICT Office-BAC4IGOV Secretariat
Information and Communications Technology Office
Carlos P. Garcia Avenue, Diliman, Quezon City
Tel. No. +63-2-9200101 local 1005 or +63-2-4261526
Fax No.: +63-2-4261525
Email: igovbac@icto.dost.gov.ph
Web: www.icto.dost.gov.ph

**NICOLAS D. OJEDA, JR.**
Deputy Executive Director
Chairman, BAC4IGOV
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General

1. Scope of Bid

1.1. The Information and Communications Technology Office named in the BDS (hereinafter referred to as the “ICT Office”) wishes to receive bids for supply and delivery of the goods as described in Section VII. Technical Specifications (hereinafter referred to as the “Goods”).

1.2. The name, identification, and number of lots specific to this bidding are provided in the BDS. The contracting strategy and basis of evaluation of lots is described in ITB Clause 28.

2. Source of Funds

The ICT Office has a budget or has applied for or received funds from the Funding Source named in the BDS, and in the amount indicated in the BDS. It intends to apply part of the funds received for the Project, as defined in the BDS, to cover eligible payments under the contract.

3. Corrupt, Fraudulent, Collusive, and Coercive Practices

3.1. Unless otherwise specified in the BDS, the ICT Office as well as the bidders and suppliers shall observe the highest standard of ethics during the procurement and execution of the contract. In pursuance of this policy, the ICT Office:

a. defines, for purposes of this provision, the terms set forth below as follows:

(i) “corrupt practice” means behavior on the part of officials in the public or private sectors by which they improperly and unlawfully enrich themselves, others, or induce others to do so, by misusing the position in which they are placed, and includes the offering, giving, receiving, or soliciting of anything of value to influence the action of any such official in the procurement process or in contract execution; entering, on behalf of the government, into any contract or transaction manifestly and grossly disadvantageous to the same, whether or not the public officer profited or will profit thereby, and similar acts as provided in RA 3019.

(ii) “fraudulent practice” means a misrepresentation of facts in order to influence a procurement process or the execution of a contract to the detriment of the ICT Office, and includes collusive practices among Bidders (prior to or after bid submission) designed to establish bid prices at artificial, non-competitive levels and to deprive the ICT Office of the benefits of free and open competition.

(iii) “collusive practices” means a scheme or arrangement between
two or more Bidders, with or without the knowledge of the **ICT Office**, designed to establish bid prices at artificial, non-competitive levels.

(iv) “coercive practices” means harming or threatening to harm, directly or indirectly, persons, or their property to influence their participation in a procurement process, or affect the execution of a contract;

(v) “obstructive practice” is

(aa) deliberately destroying, falsifying, altering or concealing of evidence material to an administrative proceedings or investigation or making false statements to investigators in order to materially impede an administrative proceedings or investigation of the **ICT Office** or any foreign government/foreign or international financing institution into allegations of a corrupt, fraudulent, coercive or collusive practice; and/or threatening, harassing or intimidating any party to prevent it from disclosing its knowledge of matters relevant to the administrative proceedings or investigation or from pursuing such proceedings or investigation; or

(bb) acts intended to materially impede the exercise of the inspection and audit rights of the **ICT Office** or any foreign government/foreign or international financing institution herein.

b. will reject a proposal for award if it determines that the Bidder recommended for award has engaged in any of the practices mentioned in this Clause for purposes of competing for the contract.

3.2. Further, the **ICT Office** will seek to impose the maximum civil, administrative, and/or criminal penalties available under applicable laws on individuals and organizations deemed to be involved in any of the practices mentioned in ITB Clause a.

3.3. Furthermore, the Funding Source and the **ICT Office** reserve the right to inspect and audit records and accounts of a bidder or supplier in the bidding for and performance of a contract themselves or through independent auditors as reflected in the GCC Clause 3.

4. **Conflict of Interest**

4.1. All Bidders found to have conflicting interests shall be disqualified to participate in the procurement at hand, without prejudice to the imposition of appropriate administrative, civil, and criminal sanctions. A Bidder may be considered to have conflicting interests with another Bidder in any of the events described in paragraphs (a) through (c) below and a general conflict of interest in any of the circumstances set out in paragraphs (d) through (f) below:
a. A Bidder has controlling shareholders in common with another Bidder;

b. A Bidder receives or has received any direct or indirect subsidy from any other Bidder;

c. A Bidder has the same legal representative as that of another Bidder for purposes of this bid;

d. A Bidder has a relationship, directly or through third parties, that puts them in a position to have access to information about or influence on the bid of another Bidder or influence the decisions of the ICT Office regarding this bidding process. This will include a firm or an organization who lends, or temporarily seconds, its personnel to firms or organizations which are engaged in consulting services for the preparation related to procurement for or implementation of the project if the personnel would be involved in any capacity on the same project;

e. A Bidder submits more than one bid in this bidding process. However, this does not limit the participation of subcontractors in more than one bid; or

f. A Bidder who participated as a consultant in the preparation of the design or technical specifications of the Goods and related services that are the subject of the bid.

4.2. In accordance with Section 47 of the IRR of RA 9184, all Bidding Documents shall be accompanied by a sworn affidavit of the Bidder that it is not related to the Head of the ICT Office, members of the Bids and Awards Committee for Integrated Government Philippines (BAC4IGOV), members of the Technical Working Group (TWG), members of the BAC4IGOV Secretariat, the head of the Project Management Office (PMO) or the end-user unit, and the project consultants, by consanguinity or affinity up to the third civil degree. On the part of the Bidder, this Clause shall apply to the following persons:

a. If the Bidder is an individual or a sole proprietorship, to the Bidder himself;

b. If the Bidder is a partnership, to all its officers and members;

c. If the Bidder is a corporation, to all its officers, directors, and controlling stockholders; and

d. If the Bidder is a joint venture (JV), the provisions of items (a), (b), or (c) of this Clause shall correspondingly apply to each of the members of the said JV, as may be appropriate.

Relationship of the nature described above or failure to comply with this Clause will result in the automatic disqualification of a Bidder.
5. **Eligible Bidders**

5.1. Unless otherwise provided in the BDS, the following persons shall be eligible to participate in this bidding:

   a. Duly licensed Filipino citizens/sole proprietorships;
   
   b. Partnerships duly organized under the laws of the Philippines and of which at least sixty percent (60%) of the interest belongs to citizens of the Philippines;
   
   c. Corporations duly organized under the laws of the Philippines, and of which at least sixty percent (60%) of the outstanding capital stock belongs to citizens of the Philippines;
   
   d. Cooperatives duly organized under the laws of the Philippines, and of which at least sixty percent (60%) of the interest belongs to citizens of the Philippines; and
   
   e. Unless otherwise provided in the BDS, persons/entities forming themselves into a JV, i.e., a group of two (2) or more persons/entities that intend to be jointly and severally responsible or liable for a particular contract: Provided, however, that Filipino ownership or interest of the joint venture concerned shall be at least sixty percent (60%).

5.2. Foreign bidders may be eligible to participate when any of the following circumstances exist, as specified in the BDS:

   a. When a Treaty or International or Executive Agreement as provided in Section 4 of the RA 9184 and its IRR allow foreign bidders to participate;
   
   b. Citizens, corporations, or associations of a country, included in the list issued by the GPPB, the laws or regulations of which grant reciprocal rights or privileges to citizens, corporations, or associations of the Philippines;
   
   c. When the Goods sought to be procured are not available from local suppliers; or
   
   d. When there is a need to prevent situations that defeat competition or restrain trade.

5.3. Government corporate entities may be eligible to participate only if they can establish that they (a) are legally and financially autonomous, (b) operate under commercial law, and (c) are not dependent agencies of the GOP or the ICT Office.

5.4. Unless otherwise provided in the BDS, the Bidder must have completed at least one contract similar to the Project the value of which, adjusted to current prices using the National Statistics Office consumer price index, must be at least equivalent to a percentage of the ABC stated in the BDS.
For this purpose, contracts similar to the Project shall be those described in the BDS, and completed within the relevant period stated in the Invitation to Bid and ITB Clause 1.1.a(iii).

5.5. The Bidder must submit a computation of its Net Financial Contracting Capacity (NFCC) or a commitment from a Universal or Commercial Bank to extend a credit line in its favor if awarded the contract for this Project (CLC).

The NFCC, computed using the following formula, must be at least equal to the ABC to be bid:

\[
\text{NFCC} = [(\text{Current assets minus current liabilities}) (K)] - \text{value of all outstanding or uncompleted portions of the projects under ongoing contracts, including awarded contracts yet to be started coinciding with the contract for this Project.}
\]

Where:

\[K = \begin{cases} 10 & \text{for a contract duration of one year or less}, \\ 15 & \text{for a contract duration of more than one year up to two years}, \\ 20 & \text{for a contract duration of more than two years}. \end{cases}\]

The CLC must be at least equal to ten percent (10%) of the ABC for this Project. If issued by a foreign bank, it shall be confirmed or authenticated by a Universal or Commercial Bank. In the case of local government units (LGUs), the Bidder may also submit CLC from other banks certified by the Bangko Sentral ng Pilipinas (BSP) as authorized to issue such financial instrument.

6. **Bidder’s Responsibilities**

6.1. The Bidder or its duly authorized representative shall submit a sworn statement in the form prescribed in Section VIII. Bidding Forms as required in ITB Clause 1.1.b(iii).

6.2. The Bidder is responsible for the following:

a. Having taken steps to carefully examine all of the Bidding Documents;

b. Having acknowledged all conditions, local or otherwise, affecting the implementation of the contract;

c. Having made an estimate of the facilities available and needed for the contract to be bid, if any;

d. Having complied with its responsibility to inquire or secure Supplemental/Bid Bulletin(s) as provided under ITB Clause 10.3.

e. Ensuring that it is not “blacklisted” or barred from bidding by the GOP or any of its agencies, offices, corporations, or LGUs, including foreign government/foreign or international financing institution whose blacklisting rules have been recognized by the GPPB;
f. Ensuring that each of the documents submitted in satisfaction of the bidding requirements is an authentic copy of the original, complete, and all statements and information provided therein are true and correct;

g. Authorizing the Head of the **ICT Office** or its duly authorized representative/s to verify all the documents submitted;

h. Ensuring that the signatory is the duly authorized representative of the Bidder, and granted full power and authority to do, execute and perform any and all acts necessary and/or to represent the Bidder in the bidding, with the duly **notarized Secretary’s Certificate** attesting to such fact, if the Bidder is a corporation, partnership, cooperative, or joint venture;

i. Complying with the disclosure provision under **Section 47** of RA 9184 in relation to other provisions of RA 3019; and

j. Complying with existing labor laws and standards, in the case of procurement of services.

Failure to observe any of the above responsibilities shall be at the risk of the Bidder concerned.

6.3. The Bidder is expected to examine all instructions, forms, terms, and specifications in the Bidding Documents.

6.4. It shall be the sole responsibility of the Bidder to determine and to satisfy itself by such means as it considers necessary or desirable as to all matters pertaining to the contract to be bid, including: (a) the location and the nature of this Project; (b) climatic conditions; (c) transportation facilities; and (d) other factors that may affect the cost, duration, and execution or implementation of this Project.

6.5. The **ICT Office** shall not assume any responsibility regarding erroneous interpretations or conclusions by the prospective or eligible bidder out of the data furnished by the **ICT Office**.

6.6. The Bidder shall bear all costs associated with the preparation and submission of his bid, and the **ICT Office** will in no case be responsible or liable for those costs, regardless of the conduct or outcome of the bidding process.

6.7. Before submitting their bids, the Bidder is deemed to have become familiar with all existing laws, decrees, ordinances, acts and regulations of the Philippines which may affect this Project in any way.

6.8. The Bidder should note that the **ICT Office** will accept bids only from those that have paid the nonrefundable fee for the Bidding Documents at the office indicated in the Invitation to Bid.
7. **Origin of Goods**

Unless otherwise indicated in the BDS, there is no restriction on the origin of goods other than those prohibited by a decision of the United Nations Security Council taken under Chapter VII of the Charter of the United Nations, subject to ITB Clause 27.1.

8. **Subcontracts**

8.1. Unless otherwise specified in the BDS, the Bidder may subcontract portions of the Goods to an extent as may be approved by the ICT Office and stated in the BDS. However, subcontracting of any portion shall not relieve the Bidder from any liability or obligation that may arise from the contract for this Project.

8.2. Subcontractors must comply with the eligibility criteria and the documentary requirements specified in the BDS. In the event that any subcontractor is found by the ICT Office to be ineligible, the subcontracting of such portion of the Goods shall be disallowed.

8.3. The Bidder may identify the subcontractor to whom a portion of the Goods will be subcontracted at any stage of the bidding process or during contract implementation. If the Bidder opts to disclose the name of the subcontractor during bid submission, the Bidder shall include the required documents as part of the technical component of its bid.

### Contents of Bidding Documents

9. **Pre-Bid Conference**

9.1. (a) If so specified in the BDS, a pre-bid conference shall be held at the venue and on the date indicated therein, to clarify and address the Bidders’ questions on the technical and financial components of this Project.

   (b) The pre-bid conference shall be held at least twelve (12) calendar days before the deadline for the submission and receipt of bids. If the ICT Office determines that, by reason of the method, nature, or complexity of the contract to be bid, or when international participation will be more advantageous to the GOP, a longer period for the preparation of bids is necessary, the pre-bid conference shall be held at least thirty (30) calendar days before the deadline for the submission and receipt of bids, as specified in the BDS.

9.2. Bidders are encouraged to attend the pre-bid conference to ensure that they fully understand the ICT Office’s requirements. Non-attendance of the Bidder will in no way prejudice its bid; however, the Bidder is expected to know the changes and/or amendments to the Bidding Documents discussed during the pre-bid conference.

9.3. Any statement made at the pre-bid conference shall not modify the terms of the Bidding Documents unless such statement is specifically identified in
writing as an amendment thereto and issued as a Supplemental/Bid Bulletin.

10. Clarification and Amendment of Bidding Documents

10.1. Bidders who have purchased the Bidding Documents may request for clarification on any part of the Bidding Documents for an interpretation. Such request must be in writing and submitted to the ICT Office at the address indicated in the BDS at least ten (10) calendar days before the deadline set for the submission and receipt of bids.

10.2. Supplemental/Bid Bulletins may be issued upon the ICT Office’s initiative for purposes of clarifying or modifying any provision of the Bidding Documents not later than seven (7) calendar days before the deadline for the submission and receipt of bids. Any modification to the Bidding Documents shall be identified as an amendment.

10.3. Any Supplemental/Bid Bulletin issued by the BAC4IGOV shall also be posted on the Philippine Government Electronic Procurement System (PhilGEPS) and the website of the ICT Office concerned, if available. It shall be the responsibility of all Bidders who secure the Bidding Documents to inquire and secure Supplemental/Bid Bulletins that may be issued by the BAC4IGOV. However, Bidders who have submitted bids before the issuance of the Supplemental/Bid Bulletin must be informed and allowed to modify or withdraw their bids in accordance with ITB Clause 23.

Preparation of Bids

11. Language of Bid

The bid, as well as all correspondence and documents relating to the bid exchanged by the Bidder and the ICT Office, shall be written in English. Supporting documents and printed literature furnished by the Bidder may be in another language provided they are accompanied by an accurate translation in English certified by the appropriate embassy or consulate in the Philippines, in which case the English translation shall govern for purposes of interpretation of the bid.

12. Documents Comprising the Bid: Eligibility and Technical Components

12.1. Unless otherwise indicated in the BDS, the first envelope shall contain the following eligibility and technical documents:

a. Eligibility Documents –

Class “A” Documents:

(i) Registration certificate from the Securities and Exchange Commission (SEC), Department of Trade and Industry (DTI) for sole proprietorship, or Cooperative Development Authority (CDA) for cooperatives, or any proof of such registration as stated in the BDS;
(ii) Mayor’s permit issued by the city or municipality where the principal place of business of the prospective bidder is located;

(iii) Statement of all its ongoing and completed government and private contracts within the period stated in the BDS, including contracts awarded but not yet started, if any. The statement shall include, for each contract, the following:

(iii.1) name of the contract;

(iii.2) date of the contract;

(iii.3) kinds of Goods;

(iii.4) amount of contract and value of outstanding contracts;

(iii.5) date of delivery; and

(iii.6) end user’s acceptance or official receipt(s) issued for the contract, if completed.

(iv) Audited financial statements, stamped “received” by the Bureau of Internal Revenue (BIR) or its duly accredited and authorized institutions, for the preceding calendar year, which should not be earlier than two (2) years from bid submission;

(v) NFCC computation or CLC in accordance with ITB Clause 5.5; and

Class “B” Document:

(vi) If applicable, the JVA in case the joint venture is already in existence, or duly notarized statements from all the potential joint venture partners stating that they will enter into and abide by the provisions of the JVA in the instance that the bid is successful.

b. Technical Documents –

(i) Bid security in accordance with ITB Clause 18. If the Bidder opts to submit the bid security in the form of:

(i.1) a bank draft/guarantee or an irrevocable letter of credit issued by a foreign bank, it shall be accompanied by a confirmation from a Universal or Commercial Bank; or

(i.2) a surety bond, it shall be accompanied by a certification by the Insurance Commission that the surety or insurance company is authorized to issue such instruments;

(ii) Conformity with technical specifications, as enumerated and specified in Sections VI and VII of the Bidding Documents; and
(iii) Sworn statement in accordance with Section 25.2 (a)(iv) of the IRR of RA 9184 and using the form prescribed in Section VIII. Bidding Forms.

13. Documents Comprising the Bid: Financial Component

13.1. Unless otherwise stated in the BDS, the financial component of the bid shall contain the following:

a. Financial Bid Form, which includes bid prices and the bill of quantities and the applicable Price Schedules, in accordance with ITB Clauses 15.1 and 15.4;

b. If the Bidder claims preference as a Domestic Bidder or Domestic Entity, a certification from the DTI, SEC, or CDA issued in accordance with ITB Clause 27, unless otherwise provided in the BDS; and

c. Any other document related to the financial component of the bid as stated in the BDS.

13.2. (a) Unless otherwise stated in the BDS, all bids that exceed the ABC shall not be accepted.

(b) Unless otherwise indicated in the BDS, for foreign-funded procurement, a ceiling may be applied to bid prices provided the following conditions are met:

(i) Bidding Documents are obtainable free of charge on a freely accessible website. If payment of Bidding Documents is required by the ICT Office, payment could be made upon the submission of bids.

(ii) The ICT Office has procedures in place to ensure that the ABC is based on recent estimates made by the responsible unit of the ICT Office and that the estimates reflect the quality, supervision and risk and inflationary factors, as well as prevailing market prices, associated with the types of works or goods to be procured.

(iii) The ICT Office has trained cost estimators on estimating prices and analyzing bid variances.

(iv) The ICT Office has established a system to monitor and report bid prices relative to ABC and engineer’s/ICT Office’s estimate.

(v) The ICT Office has established a system to monitor and report bid prices relative to ABC and ICT Office’s estimate. The ICT Office has established a monitoring and evaluation system for contract implementation to provide a feed back on actual total costs of goods and works.

14. Alternative Bids
Alternative Bids shall be rejected. For this purpose, alternative bid is an offer made by a Bidder in addition or as a substitute to its original bid which may be included as part of its original bid or submitted separately therewith for purposes of bidding. A bid with options is considered an alternative bid regardless of whether said bid proposal is contained in a single envelope or submitted in two (2) or more separate bid envelopes.

15. **Bid Prices**

15.1. The Bidder shall complete the appropriate Price Schedules included herein, stating the unit prices, total price per item, the total amount and the expected countries of origin of the Goods to be supplied under this Project.

15.2. The Bidder shall fill in rates and prices for all items of the Goods described in the Bill of Quantities. Bids not addressing or providing all of the required items in the Bidding Documents including, where applicable, Bill of Quantities, shall be considered non-responsive and, thus, automatically disqualified. In this regard, where a required item is provided, but no price is indicated, the same shall be considered as non-responsive, but specifying a "0" (zero) for the said item would mean that it is being offered for free to the Government.

15.3. The terms Ex Works (EXW), Cost, Insurance and Freight (CIF), Cost and Insurance Paid to (CIP), Delivered Duty Paid (DDP), and other trade terms used to describe the obligations of the parties, shall be governed by the rules prescribed in the current edition of the International Commercial Terms (INCOTERMS) published by the International Chamber of Commerce, Paris.

15.4. Prices indicated on the Price Schedule shall be entered separately in the following manner:

a. For Goods offered from within the **ICT Office**'s country:
   
   (i) The price of the Goods quoted EXW (ex works, ex factory, ex warehouse, ex showroom, or off-the-shelf, as applicable), including all customs duties and sales and other taxes already paid or payable:

   (i.1) on the components and raw material used in the manufacture or assembly of Goods quoted ex works or ex factory; or

   (i.2) on the previously imported Goods of foreign origin quoted ex warehouse, ex showroom, or off-the-shelf and any **ICT Office** country sales and other taxes which will be payable on the Goods if the contract is awarded.

   (ii) The price for inland transportation, insurance, and other local costs incidental to delivery of the Goods to their final destination.

   (iii) The price of other (incidental) services, if any, listed in the
For Goods offered from abroad:

(i) Unless otherwise stated in the BDS, the price of the Goods shall be quoted DDP with the place of destination in the Philippines as specified in the BDS. In quoting the price, the Bidder shall be free to use transportation through carriers registered in any eligible country. Similarly, the Bidder may obtain insurance services from any eligible source country.

(ii) The price of other (incidental) services, if any, listed in the BDS.

15.5. Prices quoted by the Bidder shall be fixed during the Bidder’s performance of the contract and not subject to variation or price escalation on any account. A bid submitted with an adjustable price quotation shall be treated as non-responsive and shall be rejected, pursuant to ITB Clause 24.

All bid prices shall be considered as fixed prices, and therefore not subject to price escalation during contract implementation, except under extraordinary circumstances. Extraordinary circumstances refer to events that may be determined by the National Economic and Development Authority in accordance with the Civil Code of the Philippines, and upon the recommendation of the ICT Office. Nevertheless, in cases where the cost of the awarded contract is affected by any applicable new laws, ordinances, regulations, or other acts of the GOP, promulgated after the date of bid opening, a contract price adjustment shall be made or appropriate relief shall be applied on a no loss-no gain basis.

16. Bid Currencies

16.1. Prices shall be quoted in the following currencies:

a. For Goods that the Bidder will supply from within the Philippines, the prices shall be quoted in Philippine Pesos.

b. For Goods that the Bidder will supply from outside the Philippines, the prices may be quoted in the currency(ies) stated in the BDS. However, for purposes of bid evaluation, bids denominated in foreign currencies shall be converted to Philippine currency based on the exchange rate as published in the BSP reference rate bulletin on the day of the bid opening.

16.2. If so allowed in accordance with ITB Clause 16.1, the ICT Office for purposes of bid evaluation and comparing the bid prices will convert the amounts in various currencies in which the bid price is expressed to Philippine Pesos at the foregoing exchange rates.

16.3. Unless otherwise specified in the BDS, payment of the contract price shall be
made in Philippine Pesos.

17. **Bid Validity**

17.1. Bids shall remain valid for the period specified in the **BDS** which shall not exceed one hundred twenty (120) calendar days from the date of the opening of bids.

17.2. In exceptional circumstances, prior to the expiration of the Bid validity period, the **ICT Office** may request Bidders to extend the period of validity of their bids. The request and the responses shall be made in writing. The bid security described in **ITB** Clause 18 should also be extended corresponding to the extension of the bid validity period at the least. A Bidder may refuse the request without forfeiting its bid security, but his bid shall no longer be considered for further evaluation and award. A Bidder granting the request shall not be required or permitted to modify its bid.

18. **Bid Security**

18.1. The bid security in the amount stated in the **BDS** shall be equal to the percentage of the ABC in accordance with the following schedule:

<table>
<thead>
<tr>
<th>Form of Bid Security</th>
<th>Amount of Bid Security (Equal to Percentage of the ABC)</th>
</tr>
</thead>
<tbody>
<tr>
<td>a. Cash or cashier’s/manager’s check issued by a Universal or Commercial Bank.</td>
<td>Two percent (2%)</td>
</tr>
<tr>
<td>b. Bank draft/guarantee or irrevocable letter of credit issued by a Universal or Commercial Bank: Provided, however, that it shall be confirmed or authenticated by a Universal or Commercial Bank, if issued by a foreign bank.</td>
<td></td>
</tr>
<tr>
<td>c. Surety bond callable upon demand issued by a surety or insurance company duly certified by the Insurance Commission as authorized to issue such security.</td>
<td>Five percent (5%)</td>
</tr>
<tr>
<td>d. Any combination of the foregoing.</td>
<td>Proportionate to share of form with respect to total amount of security</td>
</tr>
</tbody>
</table>

For biddings conducted by LGUs, the Bidder may also submit bid securities in the form of cashier’s/manager’s check, bank draft/guarantee, or irrevocable letter of credit from other banks certified by the BSP as authorized to issue such financial statement.

18.2. The bid security should be valid for the period specified in the **BDS**. Any bid
not accompanied by an acceptable bid security shall be rejected by the ICT Office as non-responsive.

18.3. No bid securities shall be returned to bidders after the opening of bids and before contract signing, except to those that failed or declared as post-disqualified, upon submission of a written waiver of their right to file a motion for reconsideration and/or protest. Without prejudice on its forfeiture, bid securities shall be returned only after the bidder with the Lowest Calculated and Responsive Bid has signed the contract and furnished the performance security, but in no case later than the expiration of the bid security validity period indicated in ITB Clause 18.2.

18.4. Upon signing and execution of the contract pursuant to ITB Clause 32, and the posting of the performance security pursuant to ITB Clause 33, the successful Bidder’s bid security will be discharged, but in no case later than the bid security validity period as indicated in the ITB Clause 18.2.

18.5. The bid security may be forfeited:

a. if a Bidder:

   (i) withdraws its bid during the period of bid validity specified in ITB Clause 17;

   (ii) does not accept the correction of errors pursuant to ITB Clause 1.1.b;

   (iii) fails to submit the requirements within the prescribed period or a finding against their veracity as stated in ITB Clause 29.2;

   (iv) submission of eligibility requirements containing false information or falsified documents;

   (v) submission of bids that contain false information or falsified documents, or the concealment of such information in the bids in order to influence the outcome of eligibility screening or any other stage of the public bidding;

   (vi) allowing the use of one’s name, or using the name of another for purposes of public bidding;

   (vii) withdrawal of a bid, or refusal to accept an award, or enter into contract with the Government without justifiable cause, after the Bidder had been adjudged as having submitted the Lowest Calculated and Responsive Bid;

   (viii) refusal or failure to post the required performance security within the prescribed time;

   (ix) refusal to clarify or validate in writing its bid during post-qualification within a period of seven (7) calendar days from receipt of the request for clarification;
any documented attempt by a bidder to unduly influence the outcome of the bidding in his favor;

(failure of the potential joint venture partners to enter into the joint venture after the bid is declared successful; or

all other acts that tend to defeat the purpose of the competitive bidding, such as habitually withdrawing from bidding, submitting late Bids or patently insufficient bid, for at least three (3) times within a year, except for valid reasons.

b. if the successful Bidder:

(i) fails to sign the contract in accordance with ITB Clause 32; or

(ii) fails to furnish performance security in accordance with ITB Clause 33.

19. Format and Signing of Bids

19.1. Bidders shall submit their bids through their duly authorized representative using the appropriate forms provided in Section VIII. Bidding Forms on or before the deadline specified in the ITB Clause 21 in two (2) separate sealed bid envelopes, and which shall be submitted simultaneously. The first shall contain the technical component of the bid, including the eligibility requirements under ITB Clause 12.1, and the second shall contain the financial component of the bid.

19.2. Forms as mentioned in ITB Clause 19.1 must be completed without any alterations to their format, and no substitute form shall be accepted. All blank spaces shall be filled in with the information requested.

19.3. The Bidder shall prepare and submit an original of the first and second envelopes as described in ITB Clauses 12 and 13. In the event of any discrepancy between the original and the copies, the original shall prevail.

19.4. The bid, except for unamended printed literature, shall be signed, and each and every page thereof shall be initialed, by the duly authorized representative/s of the Bidder.

19.5. Any interlineations, erasures, or overwriting shall be valid only if they are signed or initialed by the duly authorized representative/s of the Bidder.

20. Sealing and Marking of Bids

20.1. Bidders shall enclose their original eligibility and technical documents described in ITB Clause 12 in one sealed envelope marked “ORIGINAL - TECHNICAL COMPONENT”, and the original of their financial component in another sealed envelope marked “ORIGINAL - FINANCIAL COMPONENT”, sealing them all in an outer envelope marked “ORIGINAL BID”.

20.2. Each copy of the first and second envelopes shall be similarly sealed duly
marking the inner envelopes as “COPY NO. ___ - TECHNICAL COMPONENT” and “COPY NO. ___ – FINANCIAL COMPONENT” and the outer envelope as “COPY NO. ___”, respectively. These envelopes containing the original and the copies shall then be enclosed in one single envelope.

20.3. The original and the number of copies of the Bid as indicated in the BDS shall be typed or written in indelible ink and shall be signed by the bidder or its duly authorized representative/s.

20.4. All envelopes shall:
   a. contain the name of the contract to be bid in capital letters;
   b. bear the name and address of the Bidder in capital letters;
   c. be addressed to the ICT Office’s BAC4IGO1 in accordance with ITB Clause 1.1;
   d. bear the specific identification of this bidding process indicated in the ITB Clause 1.2; and
   e. bear a warning “DO NOT OPEN BEFORE…” the date and time for the opening of bids, in accordance with ITB Clause 21.

20.5. If bids are not sealed and marked as required, the ICT Office will assume no responsibility for the misplacement or premature opening of the bid.

## Submission and Opening of Bids

21. **Deadline for Submission of Bids**

   Bids must be received by the ICT Office’s BAC4IGO1 at the address and on or before the date and time indicated in the BDS.

22. **Late Bids**

   Any bid submitted after the deadline for submission and receipt of bids prescribed by the ICT Office, pursuant to ITB Clause 21, shall be declared “Late” and shall not be accepted by the ICT Office.

23. **Modification and Withdrawal of Bids**

   23.1. The Bidder may modify its bid after it has been submitted; provided that the modification is received by the ICT Office prior to the deadline prescribed for submission and receipt of bids. The Bidder shall not be allowed to retrieve its original bid, but shall be allowed to submit another bid equally sealed, properly identified, linked to its original bid marked as “TECHNICAL MODIFICATION” or “FINANCIAL MODIFICATION” and stamped “received” by the BAC4IGO1. Bid modifications received after the applicable deadline shall not be considered and shall be returned to the Bidder unopened.

   23.2. A Bidder may, through a Letter of Withdrawal, withdraw its bid after it has
been submitted, for valid and justifiable reason; provided that the Letter of Withdrawal is received by the ICT Office prior to the deadline prescribed for submission and receipt of bids.

23.3. Bids requested to be withdrawn in accordance with ITB Clause 23.1 shall be returned unopened to the Bidders. A Bidder may also express its intention not to participate in the bidding through a letter which should reach and be stamped by the BAC4IGOV before the deadline for submission and receipt of bids. A Bidder that withdraws its bid shall not be permitted to submit another bid, directly or indirectly, for the same contract.

23.4. No bid may be modified after the deadline for submission of bids. No bid may be withdrawn in the interval between the deadline for submission of bids and the expiration of the period of bid validity specified by the Bidder on the Financial Bid Form. Withdrawal of a bid during this interval shall result in the forfeiture of the Bidder’s bid security, pursuant to ITB Clause 18.5, and the imposition of administrative, civil and criminal sanctions as prescribed by RA 9184 and its IRR.

24. Opening and Preliminary Examination of Bids

24.1. The BAC4IGOV shall open the first bid envelopes of Bidders in public as specified in the BDS to determine each Bidder’s compliance with the documents prescribed in ITB Clause 12. For this purpose, the BAC4IGOV shall check the submitted documents of each bidder against a checklist of required documents to ascertain if they are all present, using a non-discretionary “pass/fail” criterion. If a bidder submits the required document, it shall be rated “passed” for that particular requirement. In this regard, bids that fail to include any requirement or are incomplete or patently insufficient shall be considered as “failed”. Otherwise, the BAC4IGOV shall rate the said first bid envelope as “passed”.

24.2. Unless otherwise specified in the BDS, immediately after determining compliance with the requirements in the first envelope, the BAC4IGOV shall forthwith open the second bid envelope of each remaining eligible bidder whose first bid envelope was rated “passed”. The second envelope of each complying bidder shall be opened within the same day. In case one or more of the requirements in the second envelope of a particular bid is missing, incomplete or patently insufficient, and/or if the submitted total bid price exceeds the ABC unless otherwise provided in ITB Clause 13.2, the BAC4IGOV shall rate the bid concerned as “failed”. Only bids that are determined to contain all the bid requirements for both components shall be rated “passed” and shall immediately be considered for evaluation and comparison.

24.3. Letters of withdrawal shall be read out and recorded during bid opening, and the envelope containing the corresponding withdrawn bid shall be returned to the Bidder unopened. If the withdrawing Bidder’s representative is in attendance, the original bid and all copies thereof shall be returned to the representative during the bid opening. If the representative is not in attendance, the bid shall be returned unopened by registered mail. The Bidder may withdraw its bid prior to the deadline for the submission and receipt of bids, provided that the corresponding Letter of Withdrawal contains
a valid authorization requesting for such withdrawal, subject to appropriate administrative sanctions.

24.4. If a Bidder has previously secured a certification from the ICT Office to the effect that it has previously submitted the above-enumerated Class “A” Documents, the said certification may be submitted in lieu of the requirements enumerated in ITB Clause a, items (i) to (v).

24.5. In the case of an eligible foreign Bidder as described in ITB Clause 5, the Class “A” Documents described in ITB Clause a may be substituted with the appropriate equivalent documents, if any, issued by the country of the foreign Bidder concerned.

24.6. Each partner of a joint venture agreement shall likewise submit the requirements in ITB Clauses a(i) and a(ii). Submission of documents required under ITB Clauses a(iii) to a(v) by any of the joint venture partners constitutes compliance.

24.7. A Bidder determined as “failed” has three (3) calendar days upon written notice or, if present at the time of bid opening, upon verbal notification, within which to file a request or motion for reconsideration with the BAC4IGOV: Provided, however, that the motion for reconsideration shall not be granted if it is established that the finding of failure is due to the fault of the Bidder concerned: Provided, further, that the BAC4IGOV shall decide on the request for reconsideration within seven (7) calendar days from receipt thereof. If a failed Bidder signifies his intent to file a motion for reconsideration, the BAC4IGOV shall keep the bid envelopes of the said failed Bidder unopened and/or duly sealed until such time that the motion for reconsideration or protest has been resolved.

24.8. The ICT Office shall prepare the minutes of the proceedings of the bid opening that shall include, as a minimum: (a) names of Bidders, their bid price, bid security, findings of preliminary examination; and (b) attendance sheet. The BAC4IGOV members shall sign the abstract of bids as read.

**Evaluation and Comparison of Bids**

25. **Process to be Confidential**

25.1. Members of the BAC4IGOV, including its staff and personnel, as well as its Secretariat and TWG, are prohibited from making or accepting any kind of communication with any bidder regarding the evaluation of their bids until the issuance of the Notice of Award, unless otherwise allowed in the case of ITB Clause 26.

25.2. Any effort by a bidder to influence the ICT Office in the ICT Office’s decision in respect of bid evaluation, bid comparison or contract award will result in the rejection of the Bidder’s bid.

26. **Clarification of Bids**

To assist in the evaluation, comparison, and post-qualification of the bids, the
**ICT Office** may ask in writing any Bidder for a clarification of its bid. All responses to requests for clarification shall be in writing. Any clarification submitted by a Bidder in respect to its bid and that is not in response to a request by the **ICT Office** shall not be considered.

27. **Domestic Preference**

27.1. Unless otherwise stated in the BDS, the **ICT Office** will grant a margin of preference for the purpose of comparison of bids in accordance with the following:

a. The preference shall be applied when (i) the lowest Foreign Bid is lower than the lowest bid offered by a Domestic Bidder, or (ii) the lowest bid offered by a non-Philippine national is lower than the lowest bid offered by a Domestic Entity.

b. For evaluation purposes, the lowest Foreign Bid or the bid offered by a non-Philippine national shall be increased by fifteen percent (15%).

c. In the event that (i) the lowest bid offered by a Domestic Entity does not exceed the lowest Foreign Bid as increased, or (ii) the lowest bid offered by a non-Philippine national as increased, then the **ICT Office** shall award the contract to the Domestic Bidder/Entity at the amount of the lowest Foreign Bid or the bid offered by a non-Philippine national, as the case may be.

d. If the Domestic Entity/Bidder refuses to accept the award of contract at the amount of the Foreign Bid or bid offered by a non-Philippine national within two (2) calendar days from receipt of written advice from the BAC4IGOY, the **ICT Office** shall award to the bidder offering the Foreign Bid or the non-Philippine national, as the case may be, subject to post-qualification and submission of all the documentary requirements under these Bidding Documents.

27.2. A Bidder may be granted preference as a Domestic Entity subject to the certification from the DTI (in case of sole proprietorships), SEC (in case of partnerships and corporations), or CDA (in case of cooperatives) that the (a) sole proprietor is a citizen of the Philippines or the partnership, corporation, cooperative, or association is duly organized under the laws of the Philippines with at least seventy five percent (75%) of its interest or outstanding capital stock belonging to citizens of the Philippines, (b) habitually established in business and habitually engaged in the manufacture or sale of the merchandise covered by his bid, and (c) the business has been in existence for at least five (5) consecutive years prior to the advertisement and/or posting of the Invitation to Bid for this Project.

27.3. A Bidder may be granted preference as a Domestic Bidder subject to the certification from the DTI that the Bidder is offering unmanufactured articles, materials or supplies of the growth or production of the Philippines, or manufactured articles, materials, or supplies manufactured or to be manufactured in the Philippines substantially from articles, materials, or supplies of the growth, production, or manufacture, as the case may be, of
the Philippines.

28. **Detailed Evaluation and Comparison of Bids**

28.1. The **ICT Office** will undertake the detailed evaluation and comparison of bids which have passed the opening and preliminary examination of bids, pursuant to **ITB Clause 24**, in order to determine the Lowest Calculated Bid.

28.2. The Lowest Calculated Bid shall be determined in two steps:

   a. The detailed evaluation of the financial component of the bids, to establish the correct calculated prices of the bids; and

   b. The ranking of the total bid prices as so calculated from the lowest to the highest. The bid with the lowest price shall be identified as the Lowest Calculated Bid.

28.3. The **ICT Office**’s **BAC4IGOV** shall immediately conduct a detailed evaluation of all bids rated “passed,” using non-discretionary pass/fail criteria. Unless otherwise specified in the **BDS**, the **BAC4IGOV** shall consider the following in the evaluation of bids:

   a. **Completeness of the bid.** Unless the ITB specifically allows partial bids, bids not addressing or providing all of the required items in the Schedule of Requirements including, where applicable, bill of quantities, shall be considered non-responsive and, thus, automatically disqualified. In this regard, where a required item is provided, but no price is indicated, the same shall be considered as non-responsive, but specifying a "0" (zero) for the said item would mean that it is being offered for free to the **ICT Office**; and

   b. **Arithmetical corrections.** Consider computational errors and omissions to enable proper comparison of all eligible bids. It may also consider bid modifications, if allowed in the **BDS**. Any adjustment shall be calculated in monetary terms to determine the calculated prices.

28.4. Based on the detailed evaluation of bids, those that comply with the above-mentioned requirements shall be ranked in the ascending order of their total calculated bid prices, as evaluated and corrected for computational errors, discounts and other modifications, to identify the Lowest Calculated Bid. Total calculated bid prices, as evaluated and corrected for computational errors, discounts and other modifications, which exceed the **ABC** shall not be considered, unless otherwise indicated in the **BDS**.

28.5. The **ICT Office**’s evaluation of bids shall only be based on the bid price quoted in the Financial Bid Form.

28.6. Bids shall be evaluated on an equal footing to ensure fair competition. For this purpose, all bidders shall be required to include in their bids the cost of all taxes, such as, but not limited to, value added tax (VAT), income tax, local taxes, and other fiscal levies and duties which shall be itemized in the bid form and reflected in the detailed estimates. Such bids, including said taxes, shall be the basis for bid evaluation and comparison.
29. **Post-Qualification**

29.1. The **ICT Office** shall determine to its satisfaction whether the Bidder that is evaluated as having submitted the Lowest Calculated Bid (LCB) complies with and is responsive to all the requirements and conditions specified in **ITB Clauses 5, 12, and 13**.

29.2. Within a non-extendible period of three (3) calendar days from receipt by the bidder of the notice from the BAC4IGOV that it submitted the LCB, the Bidder shall submit the following documentary requirements:

   a. Tax clearance per Executive Order 398, Series of 2005;

   b. Latest income and business tax returns in the form specified in the **BDS**;

   c. Certificate of PhilGEPS Registration; and

   d. Other appropriate licenses and permits required by law and stated in the **BDS**.

Failure of the Bidder declared as Lowest Calculated Bid to duly submit the requirements under this Clause or a finding against the veracity of such shall be ground for forfeiture of the bid security and disqualification of the Bidder for award.

29.3. The determination shall be based upon an examination of the documentary evidence of the Bidder’s qualifications submitted pursuant to **ITB Clauses 12 and 13**, as well as other information as the **ICT Office** deems necessary and appropriate, using a non-discretionary “pass/fail” criterion.

29.4. If the BAC4IGOV determines that the Bidder with the Lowest Calculated Bid passes all the criteria for post-qualification, it shall declare the said bid as the Lowest Calculated Responsive Bid, and recommend to the Head of the **ICT Office** the award of contract to the said Bidder at its submitted price or its calculated bid price, whichever is lower.

29.5. A negative determination shall result in rejection of the Bidder’s Bid, in which event the **ICT Office** shall proceed to the next Lowest Calculated Bid to make a similar determination of that Bidder’s capabilities to perform satisfactorily. If the second Bidder, however, fails the post qualification, the procedure for post qualification shall be repeated for the Bidder with the next Lowest Calculated Bid, and so on until the Lowest Calculated Responsive Bid is determined for contract award.

29.6. Within a period not exceeding seven (7) calendar days from the date of receipt of the recommendation of the BAC4IGOV, the Head of the **ICT Office** shall approve or disapprove the said recommendation. In the case of GOCCs and GFIs, the period provided herein shall be fifteen (15) calendar days.

30. **Reservation Clause**

30.1. Notwithstanding the eligibility or post-qualification of a Bidder, the **ICT**
Office concerned reserves the right to review its qualifications at any stage of the procurement process if it has reasonable grounds to believe that a misrepresentation has been made by the said Bidder, or that there has been a change in the Bidder’s capability to undertake the project from the time it submitted its eligibility requirements. Should such review uncover any misrepresentation made in the eligibility and bidding requirements, statements or documents, or any changes in the situation of the Bidder which will affect its capability to undertake the project so that it fails the preset eligibility or bid evaluation criteria, the ICT Office shall consider the said Bidder as ineligible and shall disqualify it from submitting a bid or from obtaining an award or contract.

30.2. Based on the following grounds, the ICT Office reserves the right to reject any and all bids, declare a failure of bidding at any time prior to the contract award, or not to award the contract, without thereby incurring any liability, and make no assurance that a contract shall be entered into as a result of the bidding:

a. If there is prima facie evidence of collusion between appropriate public officers or employees of the ICT Office, or between the BAC4IGOV and any of the Bidders, or if the collusion is between or among the bidders themselves, or between a Bidder and a third party, including any act which restricts, suppresses or nullifies or tends to restrict, suppress or nullify competition;

b. If the ICT Office’s BAC4IGOV is found to have failed in following the prescribed bidding procedures; or

c. For any justifiable and reasonable ground where the award of the contract will not redound to the benefit of the GOP as follows:

(i) If the physical and economic conditions have significantly changed so as to render the project no longer economically, financially or technically feasible as determined by the head of the ICT Office;

(ii) If the project is no longer necessary as determined by the head of the ICT Office; and

(iii) If the source of funds for the project has been withheld or reduced through no fault of the ICT Office.

30.3. In addition, the ICT Office may likewise declare a failure of bidding when:

a. No bids are received;

b. All prospective Bidders are declared ineligible;

c. All bids fail to comply with all the bid requirements or fail post-qualification; or

d. The Bidder with the Lowest Calculated Responsive Bid (LCRB) refuses, without justifiable cause to accept the award of contract, and no
award is made.

**Award of Contract**

31. **Contract Award**

31.1. Subject to **ITB Clause 29**, the **ICT Office** shall award the contract to the Bidder whose bid has been determined to be the LCRB.

31.2. Prior to the expiration of the period of bid validity, the **ICT Office** shall notify the successful Bidder in writing that its bid has been accepted, through a Notice of Award received personally or sent by registered mail or electronically, receipt of which must be confirmed in writing within two (2) days by the Bidder with the LCRB and submitted personally or sent by registered mail or electronically to the **ICT Office**.

31.3. Notwithstanding the issuance of the Notice of Award, award of contract shall be subject to the following conditions:

   a. Submission of the valid JVA, if applicable, within ten (10) calendar days from receipt by the Bidder of the notice from the BAC4IGOV that the Bidder has the LCRB;

   b. Posting of the performance security in accordance with **ITB Clause 33**;

   c. Signing of the contract as provided in **ITB Clause 32**; and

   d. Approval by higher authority, if required.

31.4. At the time of contract award, the **ICT Office** shall not increase or decrease the quantity of goods originally specified in Section VI. Schedule of Requirements.

32. **Signing of the Contract**

32.1. At the same time as the **ICT Office** notifies the successful Bidder that its bid has been accepted, the **ICT Office** shall send the Contract Form to the Bidder, which contract has been provided in the Bidding Documents, incorporating therein all agreements between the parties.

32.2. Within ten (10) calendar days from receipt of the Notice of Award, the successful Bidder shall post the required performance security and sign and date the contract and return it to the **ICT Office**.

32.3. The **ICT Office** shall enter into contract with the successful Bidder within the same ten (10) calendar day period provided that all the documentary requirements are complied with.

32.4. The following documents shall form part of the contract:

   a. Contract Agreement;
b. Bidding Documents;

c. Winning bidder’s bid, including the Technical and Financial Proposals, and all other documents/statements submitted;

d. Performance Security;

e. Credit line in accordance with ITB Clause 5.5, if applicable;

f. Notice of Award of Contract; and

g. Other contract documents that may be required by existing laws and/or specified in the BDS.

33. Performance Security

33.1. To guarantee the faithful performance by the winning Bidder of its obligations under the contract, it shall post a performance security within a maximum period of ten (10) calendar days from the receipt of the Notice of Award from the ICT Office and in no case later than the signing of the contract.

33.2. The performance security shall be denominated in Philippine Pesos and posted in favor of the ICT Office in an amount equal to the percentage of the total contract price in accordance with the following schedule:

<table>
<thead>
<tr>
<th>Form of Performance Security</th>
<th>Amount of Performance Security (Equal to Percentage of the Total Contract Price)</th>
</tr>
</thead>
<tbody>
<tr>
<td>a. Cash or cashier’s/manager’s check issued by a Universal or Commercial Bank.</td>
<td></td>
</tr>
<tr>
<td>b. Bank draft/guarantee or irrevocable letter of credit issued by a Universal or Commercial Bank: Provided, however, that it shall be confirmed or authenticated by a Universal or Commercial Bank, if issued by a foreign bank.</td>
<td>Five percent (5%)</td>
</tr>
<tr>
<td>c. Surety bond callable upon demand issued by a surety or insurance company duly certified by the Insurance Commission as authorized to issue such security; and/or</td>
<td>Thirty percent (30%)</td>
</tr>
<tr>
<td>d. Any combination of the foregoing.</td>
<td>Proportionate to share of form with respect to total amount of security</td>
</tr>
</tbody>
</table>

33.3. Failure of the successful Bidder to comply with the above-mentioned requirement shall constitute sufficient ground for the annulment of the award and forfeiture of the bid security, in which event the ICT Office shall initiate and complete the post qualification of the second Lowest Calculated Bid. The
procedure shall be repeated until the LCRB is identified and selected for contract award. However if no Bidder passed post-qualification, the BAC4IGOV shall declare the bidding a failure and conduct a re-bidding with re-advertisement.

34. **Notice to Proceed**

34.1. Within three (3) calendar days from the date of approval of the contract by the appropriate government approving authority, the **ICT Office** shall issue its Notice to Proceed to the Bidder.

34.2. The contract effectivity date shall be provided in the Notice to Proceed by the **ICT Office**, which date shall not be later than seven (7) calendar days from the issuance of the Notice to Proceed.
Section III. Bid Data Sheet
Bid Data Sheet

<table>
<thead>
<tr>
<th>ITB Clause</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>1.1</strong></td>
<td>The Procuring Entity is Information and Communications Technology Office (ICT Office).</td>
</tr>
<tr>
<td><strong>1.2</strong></td>
<td>The lot and reference is: BAC4IGOV-2014-12-004</td>
</tr>
</tbody>
</table>

Interested Bidders may bid in any or all of the following, provided it will not exceed the corresponding ABC of each item.

<table>
<thead>
<tr>
<th>ITEM for PROCUREMENT</th>
<th>ABC (₱)</th>
<th>Bid Docs Cost (₱)</th>
</tr>
</thead>
<tbody>
<tr>
<td>SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS:</td>
<td>12,375,938.00</td>
<td></td>
</tr>
<tr>
<td>A. SUPPLY AND DELIVERY OF NETWORK PENETRATION TESTING SOFTWARE</td>
<td>6,700,242.00</td>
<td>25,000.00</td>
</tr>
<tr>
<td>B. SUPPLY, DELIVERY AND INSTALLATION SOURCE CODE ANALYSIS TOOL</td>
<td>5,000,000.00</td>
<td></td>
</tr>
<tr>
<td>C. SUPPLY, DELIVERY AND INSTALLATION WEB VULNERABILITY SCANNER</td>
<td>675,696.00</td>
<td></td>
</tr>
</tbody>
</table>

The reference/s is/are described in the Bid Notice Abstract [www.philgeps.gov.ph](http://www.philgeps.gov.ph)

| 2 | The Funding Source is: |
|   | The Government of the Philippines (GOP) through the Integrated Government Philippines (iGovPhil) Project of the eGovernment (eGov) Fund in the amount of TWELVE MILLION, THREE HUNDRED SEVENTY-FIVE THOUSAND, NINE HUNDRED THIRTY-EIGHT PESOS (₱12,375,938.00). |
|   | The name of the Project is: |
|   | SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS |

| 3.1 | No further instructions. |
| 5.1 | No further instructions. |
| 5.2 | None of the circumstances mentioned in the ITB Clause exists in this Project. Foreign bidders, except those falling under ITB Clause b, may not participate in this Project. |
### ITB Clause

<p>| 5.4 | The Bidder must have completed, within the period specified in the Invitation to Bid and ITB Clause a(iii), a single contract that is similar to this Project, equivalent to at least fifty percent (50%) of the ABC. The BAC4IGOV shall consider the submissions of the bidder under ITB Clause 12.1(a)(iii.6) in relation to BDS Clause 12.1(a)(iii) in the determination of the Bidder’s completed largest single contract. |
| 6.2.f. | All Eligibility and Technical Documents submitted shall be stamped as ‘Certified True Copy’ of the original document and signed by the Bidder’s Authorized Representative or by its issuing agency unless otherwise stated. Prospective Bidders should also submit Softcopy of the documents in PDF-A Format. |
| 7 | No further instructions. |
| 8.11 | Subcontracting is not allowed. |
| 8.2 | Not applicable. |
| 9.1 | The ICT Office will hold a Pre-Bid Conference for this Project on January 5, 2015 at 10:00 a.m. – 12:00 n.m at the ICT Office Seminar Room, 2nd Floor, Carlos P. Garcia Avenue, Diliman, Quezon City. |
| 10.1 | The ICT Office’s address is: Information and Communications Technology Office ICT Office Building, Carlos P. Garcia Avenue, Diliman, Quezon City MR. NESTOR S. BONGATO Head, ICT Office-BAC4IGOV Secretariat Information and Communications Technology Office Carlos P. Garcia Avenue, Diliman, Quezon City Tel. No. +63-2-9200101 local 1005 or +63-2-4261526 Fax No.: +63-2-4261525 Email: <a href="mailto:igovbac@icto.dost.gov.ph">igovbac@icto.dost.gov.ph</a> Web: <a href="http://www.icto.dost.gov.ph">www.icto.dost.gov.ph</a> |
| 12.1(a) | No further instructions. |
| 12.1(a)(i) | The following registration documents shall be required. |
| | a. For Sole Proprietorship - Department of Trade and Industry (DTI) business name registration; |
| | b. For Corporations - Securities and Exchange Commission (SEC) Certificate of Registration or SEC Certificate of Filing of Amended Articles of Incorporation; |
| | c. For Partnerships - SEC Registration Certificate or SEC Certificate of Filing of Amended Articles of Partnership; and |
| | d. For Cooperatives - Cooperative Development Authority Registration. |</p>
<table>
<thead>
<tr>
<th>ITB Clause</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>12.1(a)(ii)</strong></td>
<td>Mayor’s Permit for 2014 is required in this bidding.</td>
</tr>
</tbody>
</table>
| **a(iii) and 12.1a(iv)** | The Statement of Single Largest Completed Contract similar to the contract to be bid shall include such contract/s covering years January 2010 up to December 2014 up to the day before the deadline for the submission bids.  

The statement of all ongoing contracts and awarded but not yet started contracts which may or may not be similar to the project as of the day before the deadline of submission of bids. However, only those bidders without overdue deliveries as of the date of opening of bids may participate in the bidding for the same items.  

Bidders shall submit separate statements for: (1) Single Largest Similar Completed Contract/s; similar to the contract to be bid and (2) On-Going Contracts and awarded but not yet started contracts.  

Attached as Annexes "D" and "E" in **Section VIII. Bidding Forms** are the standard forms for this requirement including the instructions and guidelines in the accomplishment of said forms. |
| **12.1(b)(ii)** | In the column "Bidders Statement of Compliance", the bidder must state "Comply" opposite each of the individual minimum standard parameters for the service contract offered. |
| **13.1** | No additional requirements. |
| **13.1(a)** | Valid and Current Tax Clearance is required in this bidding as prescribed in GPPB Resolution No. 21-2013 dated 30 July 2013. |
| b) | No further instructions. |
| **13.2** | The Approved Budget for the Contract (ABC) is TWELVE MILLION, THREE HUNDRED SEVENTY-FIVE THOUSAND, NINE HUNDRED THIRTY-EIGHT PESOS (₱ 12,375,938.00). Any bid with a financial component exceeding this amount shall not be accepted. |
| **a(iii)** | No incidental services are required. |
| **16.1. (b)** | The Bid prices for Goods supplied from outside of the Philippines shall be quoted in Philippine Pesos. |
| **16.3** | Not applicable. |
| **17.1** | Bids will be valid until May 10, 2015 or shall not exceed one hundred twenty (120) calendar days from the date of the opening of bids. |
### ITB Clause

#### 18.1
Bidders must submit bid security in favor of the **INFORMATION AND COMMUNICATIONS TECHNOLOGY OFFICE** valid at least One Hundred Twenty (120) days from the date of bid opening in any of the following forms:

a) BID SECURING DECLARATION (GPPB Resolution 03-2012) – refer to Section VIII. Bidding Forms

b) Or:

<table>
<thead>
<tr>
<th>Item No.</th>
<th>Description</th>
<th>Qty</th>
<th>ABC (₱)</th>
<th>Cash, Cashier’s/Manager’s Check (2%) (₱)</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS:</td>
<td>1 Lot</td>
<td>12,375,938.00</td>
<td>247,519.00</td>
</tr>
<tr>
<td>A.</td>
<td>SUPPLY AND DELIVERY OF NETWORK PENETRATION TESTING SOFTWARE</td>
<td>1 Lot</td>
<td>6,700,242.00</td>
<td>134,004.84</td>
</tr>
<tr>
<td>B.</td>
<td>SUPPLY, DELIVERY AND INSTALLATION SOURCE CODE ANALYSIS TOOL</td>
<td>1 Lot</td>
<td>5,000,000.00</td>
<td>100,000.00</td>
</tr>
<tr>
<td>C.</td>
<td>SUPPLY, DELIVERY AND INSTALLATION WEB VULNERABILITY SCANNER</td>
<td>1 Lot</td>
<td>675,696.00</td>
<td>13,513.92</td>
</tr>
</tbody>
</table>

#### 18.2
The bid security shall be valid for One Hundred Twenty (120) calendar days from the date of the Opening of Bids.

#### 20.3
Each Bidder shall submit **one (1)** original and **two (2)** copies of the first and second components of its bid.

#### 21
The address for submission of bids is:

- ICT Office-BAC4IGOV Secretariat
- Information and Communications Technology Office
- Carlos P. Garcia Avenue, Diliman, Quezon City
- eMail: igovbac@icto.dost.gov.ph
- Web: www.icto.dost.gov.ph

The deadline for submission of bids is **January 21, 2015 at 9:00 a.m. Philippine Standard Time (PST)**.

#### 24.1
The place of bid opening is **ICT Office Seminar Room, 2nd Floor, ICT Office Building, Carlos P. Garcia Avenue, Diliman, Quezon City**.

The date and time of bid opening is **January 21, 2015 at 9:30 a.m.**

During the opening of bids only the authorized representative shall be allowed to be present and observe in the opening of bids. In case the
<table>
<thead>
<tr>
<th><strong>ITB Clause</strong></th>
<th>authorized representative is not present, any employee or representative of the authorized representative may be allowed to observe in the opening of bids provided that a separate written authorization from the authorized representative shall be presented for the purpose. Provided further, that the authorized representative is duly authorized to issue such further authority and the same is reflected in the Board Resolution and/or Secretary Certificate.</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>24.2</strong></td>
<td>No further instructions.</td>
</tr>
<tr>
<td><strong>27.1</strong></td>
<td>No further instructions.</td>
</tr>
<tr>
<td><strong>28.3</strong></td>
<td>Not applicable</td>
</tr>
<tr>
<td><strong>b)</strong></td>
<td>Bid modification is allowed if the conditions fall within ITB Clause 23.1</td>
</tr>
<tr>
<td><strong>28.4</strong></td>
<td>No further instructions.</td>
</tr>
<tr>
<td><strong>29.2(b)</strong></td>
<td>The following income and business tax returns shall be required:</td>
</tr>
<tr>
<td></td>
<td>1. 2013 Income Tax Returns; and</td>
</tr>
<tr>
<td></td>
<td>2. Value Added Tax Returns (Forms 2550M and 255Q) or Percentage Returns (Form 2551M) covering the months January to December 2014.</td>
</tr>
<tr>
<td></td>
<td>The income tax and business tax returns stated above should have been filed through Electronic Filing and Payment System (EFPS).</td>
</tr>
<tr>
<td></td>
<td>Proofs of payment are as follows:</td>
</tr>
<tr>
<td></td>
<td>1. EFPS confirmation receipts; or</td>
</tr>
<tr>
<td></td>
<td>2. Bank issued payment confirmation receipt; or BIR payment status.</td>
</tr>
<tr>
<td><strong>29.2(d)</strong></td>
<td>Copies of the following documents shall be submitted:</td>
</tr>
<tr>
<td></td>
<td>1. Proof of completion of the largest single contract or separate contracts as identified in the Statement of Single Largest Contract, which shall be copy of contract/s or Purchase Order/s.</td>
</tr>
<tr>
<td><strong>g)</strong></td>
<td>List of additional contract documents relevant to the Project that may be required by existing laws and/or the ICT Office.</td>
</tr>
<tr>
<td></td>
<td>Copies of any of the following Contracts, Notice of Awards (NOA), or Notice to Proceed (NTP), shall be submitted as attachment or supporting documents for the list of all on-going government and private contracts and statement of all government and private contracts similar in nature as required in SF-Good 13a and 13b. For completed projects, copies of contracts shall be submitted as attachments.</td>
</tr>
<tr>
<td></td>
<td>Above all attachments must be submitted only in one (1) complete set and included in the Original Set of Bid Documents.</td>
</tr>
</tbody>
</table>
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1. Definitions

1.1. In this Contract, the following terms shall be interpreted as indicated:

(a) “The Contract” means the agreement entered into between the ICT Office and the Supplier, as recorded in the Contract Form signed by the parties, including all attachments and appendices thereto and all documents incorporated by reference therein.

(b) “The Contract Price” means the price payable to the Supplier under the Contract for the full and proper performance of its contractual obligations.

(c) “The Goods” means all of the supplies, equipment, machinery, spare parts, other materials and/or general support services which the Supplier is required to provide to the ICT Office under the Contract.

(d) “The Services” means those services ancillary to the supply of the Goods, such as transportation and insurance, and any other incidental services, such as installation, commissioning, provision of technical assistance, training, and other such obligations of the Supplier covered under the Contract.

(e) “GCC” means the General Conditions of Contract contained in this Section.

(f) “SCC” means the Special Conditions of Contract.

(g) “The ICT Office” means the organization purchasing the Goods, as named in the SCC.

(h) “The ICT Office’s country” is the Philippines.

(i) “The Supplier” means the individual contractor, manufacturer distributor, or firm supplying/manufacturing the Goods and Services under this Contract and named in the SCC.

(j) The “Funding Source” means the organization named in the SCC.

(k) “The Project Site,” where applicable, means the place or places named in the SCC.

(l) “Day” means calendar day.

(m) The “Effective Date” of the contract will be the date of receipt by the Supplier of the Notice to Proceed or the date provided in the Notice to Proceed. Performance of all obligations shall be reckoned from the Effective Date of the Contract.

(n) “Verified Report” refers to the report submitted by the Implementing Unit to the Head of the ICT Office setting forth its findings as to the
existence of grounds or causes for termination and explicitly stating its recommendation for the issuance of a Notice to Terminate.

2. **Corrupt, Fraudulent, Collusive, and Coercive Practices**

2.1. Unless otherwise provided in the SCC, the ICT Office as well as the bidders, contractors, or suppliers shall observe the highest standard of ethics during the procurement and execution of this Contract. In pursuance of this policy, the ICT Office:

(a) defines, for the purposes of this provision, the terms set forth below as follows:

(i) "corrupt practice" means behavior on the part of officials in the public or private sectors by which they improperly and unlawfully enrich themselves, others, or induce others to do so, by misusing the position in which they are placed, and it includes the offering, giving, receiving, or soliciting of anything of value to influence the action of any such official in the procurement process or in contract execution; entering, on behalf of the Government, into any contract or transaction manifestly and grossly disadvantageous to the same, whether or not the public officer profited or will profit thereby, and similar acts as provided in Republic Act 3019.

(ii) "fraudulent practice" means a misrepresentation of facts in order to influence a procurement process or the execution of a contract to the detriment of the ICT Office, and includes collusive practices among Bidders (prior to or after bid submission) designed to establish bid prices at artificial, non-competitive levels and to deprive the ICT Office of the benefits of free and open competition.

(iii) "collusive practices" means a scheme or arrangement between two or more Bidders, with or without the knowledge of the ICT Office, designed to establish bid prices at artificial, non-competitive levels.

(iv) "coercive practices" means harming or threatening to harm, directly or indirectly, persons, or their property to influence their participation in a procurement process, or affect the execution of a contract;

(v) "obstructive practice" is

(v.1) deliberately destroying, falsifying, altering or concealing of evidence material to an administrative proceedings or investigation or making false statements to investigators in order to materially impede an administrative proceedings or investigation of the ICT Office or any foreign government/foreign or international financing institution into allegations of a corrupt, fraudulent, coercive or collusive practice;
and/or threatening, harassing or intimidating any party to prevent it from disclosing its knowledge of matters relevant to the administrative proceedings or investigation or from pursuing such proceedings or investigation; or

(v.2) acts intended to materially impede the exercise of the inspection and audit rights of the ICT Office or any foreign government/foreign or international financing institution herein.

(b) will reject a proposal for award if it determines that the Bidder recommended for award has engaged in any of the practices mentioned in this Clause for purposes of competing for the contract.

2.2. Further the Funding Source, Borrower or Procuring Entity, as appropriate, will seek to impose the maximum civil, administrative and/or criminal penalties available under the applicable law on individuals and organizations deemed to be involved with any of the practices mentioned in GCC Clause 2.1(a).

3. Inspection and Audit by the Funding Source

The Supplier shall permit the Funding Source to inspect the Supplier’s accounts and records relating to the performance of the Supplier and to have them audited by auditors appointed by the Funding Source, if so required by the Funding Source.

4. Governing Law and Language

4.1. This Contract shall be interpreted in accordance with the laws of the Republic of the Philippines.

4.2. This Contract has been executed in the English language, which shall be the binding and controlling language for all matters relating to the meaning or interpretation of this Contract. All correspondence and other documents pertaining to this Contract exchanged by the parties shall be written in English.

5. Notices

5.1. Any notice, request, or consent required or permitted to be given or made pursuant to this Contract shall be in writing. Any such notice, request, or consent shall be deemed to have been given or made when received by the concerned party, either in person or through an authorized representative of the Party to whom the communication is addressed, or when sent by registered mail, telex, telegram, or facsimile to such Party at the address specified in the SCC, which shall be effective when delivered and duly received or on the notice’s effective date, whichever is later.

5.2. A Party may change its address for notice hereunder by giving the other Party notice of such change pursuant to the provisions listed in the SCC for GCC Clause 5.1.
6. **Scope of Contract**

6.1. The GOODS and Related Services to be provided shall be as specified in **Section VI. Schedule of Requirements**.

6.2. This Contract shall include all such items, although not specifically mentioned, that can be reasonably inferred as being required for its completion as if such items were expressly mentioned herein. Any additional requirements for the completion of this Contract shall be provided in the SCC.

7. **Subcontracting**

7.1. Subcontracting of any portion of the Goods, if allowed in the BDS, does not relieve the Supplier of any liability or obligation under this Contract. The Supplier will be responsible for the acts, defaults, and negligence of any subcontractor, its agents, servants or workmen as fully as if these were the Supplier’s own acts, defaults, or negligence, or those of its agents, servants or workmen.

7.2. Subcontractors disclosed and identified during the bidding may be changed during the implementation of this Contract, subject to compliance with the required qualifications and the approval of the ICT Office.

8. **Procuring Entity’s Responsibilities**

8.1. Whenever the performance of the obligations in this Contract requires that the Supplier obtain permits, approvals, import, and other licenses from local public authorities, the ICT Office shall, if so needed by the Supplier, make its best effort to assist the Supplier in complying with such requirements in a timely and expeditious manner.

8.2. The ICT Office shall pay all costs involved in the performance of its responsibilities in accordance with GCC Clause 6.

9. **Prices**

9.1. For the given scope of work in this Contract as awarded, all bid prices are considered fixed prices, and therefore not subject to price escalation during contract implementation, except under extraordinary circumstances and upon prior approval of the GPPB in accordance with Section 61 of R.A. 9184 and its IRR or except as provided in this Clause.

9.2. Prices charged by the Supplier for Goods delivered and/or services performed under this Contract shall not vary from the prices quoted by the Supplier in its bid, with the exception of any change in price resulting from a Change Order issued in accordance with GCC Clause 29.

10. **Payment**

10.1. Payments shall be made only upon a certification by the Head of the ICT Office to the effect that the Goods have been rendered or delivered in accordance with the terms of this Contract and have been duly inspected and accepted. Except with the prior approval of the President no payment shall
be made for services not yet rendered or for supplies and materials not yet delivered under this Contract. Ten percent (10%) of the amount of each payment shall be retained by the ICT Office to cover the Supplier's warranty obligations under this Contract as described in GCC Clause 17.

10.2. The Supplier's request(s) for payment shall be made to the ICT Office in writing, accompanied by an invoice describing, as appropriate, the Goods delivered and/or Services performed, and by documents submitted pursuant to the SCC provision for GCC Clause 6.2, and upon fulfillment of other obligations stipulated in this Contract.

10.3. Pursuant to GCC Clause 10.2, payments shall be made promptly by the ICT Office, but in no case later than Sixty (60) days after submission of an invoice or claim by the Supplier.

10.4. Unless otherwise provided in the SCC, the currency in which payment is made to the Supplier under this Contract shall be in Philippine Pesos.

11. **Advance Payment and Terms of Payment**

11.1. Advance payment shall be made only after prior approval of the President, and shall not exceed fifteen percent (15%) of the Contract amount, unless otherwise directed by the President or in cases allowed under Annex “D” of RA 9184.

11.2. For Goods supplied from abroad, the terms of payment shall be as follows:

(a) On Contract Signature: Ten percent (10%) of the Contract Price shall be paid within sixty (60) days from signing of the Contract and upon submission of a claim and a bank guarantee for the equivalent amount valid until the Goods are delivered and in the form provided in **Section VIII. Bidding Forms**.

(b) On Delivery: Seventy percent (70%) of the Contract Price shall be paid to the Supplier within sixty (60) days after the date of receipt of the Goods and upon submission of the documents (i) through (vi) specified in the SCC provision on Delivery and Documents.

(c) On Acceptance: The remaining twenty percent (20%) of the Contract Price shall be paid to the Supplier within sixty (60) days after the date of submission of the acceptance and inspection certificate for the respective delivery issued by the ICT Office's authorized representative. In the event that no inspection or acceptance certificate is issued by the ICT Office's authorized representative within forty five (45) days of the date shown on the delivery receipt the Supplier shall have the right to claim payment of the remaining twenty percent (20%) subject to the ICT Office's own verification of the reason(s) for the failure to issue documents (vii) and (viii) as described in the SCC provision on Delivery and Documents.

(d) All progress payments shall first be charged against the advance payment until the latter has been fully exhausted.
12. **Taxes and Duties**

The Supplier, whether local or foreign, shall be entirely responsible for all the necessary taxes, stamp duties, license fees, and other such levies imposed for the completion of this Contract.

13. **Performance Security**

13.1. Within ten (10) calendar days from receipt of the Notice of Award from the ICT Office but in no case later than the signing of the contract by both parties, the successful Bidder shall furnish the performance security in any of the forms prescribed in the ITB Clause 33.2.

13.2. The performance security posted in favor of the ICT Office shall be forfeited in the event it is established that the winning bidder is in default in any of its obligations under the contract.

13.3. The performance security shall remain valid until issuance by the Procuring ICT Office of the Certificate of Final Acceptance.

13.4. The performance security may be released by the ICT Office and returned to the Supplier after the issuance of the Certificate of Final Acceptance subject to the following conditions:

   (a) There are no pending claims against the Supplier or the surety company filed by the ICT Office;

   (b) The Supplier has no pending claims for labor and materials filed against it; and

   (c) Other terms specified in the SCC.

13.5. In case of a reduction of the contract value, the ICT Office shall allow a proportional reduction in the original performance security, provided that any such reduction is more than ten percent (10%) and that the aggregate of such reductions is not more than fifty percent (50%) of the original performance security.

14. **Use of Contract Documents and Information**

14.1. The Supplier shall not, except for purposes of performing the obligations in this Contract, without the ICT Office’s prior written consent, disclose this Contract, or any provision thereof, or any specification, plan, drawing, pattern, sample, or information furnished by or on behalf of the ICT Office. Any such disclosure shall be made in confidence and shall extend only as far as may be necessary for purposes of such performance.

14.2. Any document, other than this Contract itself, enumerated in GCC Clause 14.1 shall remain the property of the ICT Office and shall be returned (all copies) to the ICT Office on completion of the Supplier’s performance under this Contract if so required by the ICT Office.
15. **Standards**

The Goods provided under this Contract shall conform to the standards mentioned in the **Section VII. Technical Specifications**; and, when no applicable standard is mentioned, to the authoritative standards appropriate to the Goods’ country of origin. Such standards shall be the latest issued by the institution concerned.

16. **Inspection and Tests**

16.1. The **ICT Office** or its representative shall have the right to inspect and/or to test the Goods to confirm their conformity to the Contract specifications at no extra cost to the **ICT Office**. The **SCC** and **Section VII. Technical Specifications** shall specify what inspections and/or tests the **ICT Office** requires and where they are to be conducted. The **ICT Office** shall notify the Supplier in writing, in a timely manner, of the identity of any representatives retained for these purposes.

16.2. If applicable, the inspections and tests may be conducted on the premises of the Supplier or its subcontractor(s), at point of delivery, and/or at the goods’ final destination. If conducted on the premises of the Supplier or its subcontractor(s), all reasonable facilities and assistance, including access to drawings and production data, shall be furnished to the inspectors at no charge to the **ICT Office**. The Supplier shall provide the **ICT Office** with results of such inspections and tests.

16.3. The **ICT Office** or its designated representative shall be entitled to attend the tests and/or inspections referred to in this Clause provided that the **ICT Office** shall bear all of its own costs and expenses incurred in connection with such attendance including, but not limited to, all traveling and board and lodging expenses.

16.4. The **ICT Office** may reject any Goods or any part thereof that fail to pass any test and/or inspection or do not conform to the specifications. The Supplier shall either rectify or replace such rejected Goods or parts thereof or make alterations necessary to meet the specifications at no cost to the **ICT Office**, and shall repeat the test and/or inspection, at no cost to the **ICT Office**, upon giving a notice pursuant to GCC Clause 5.

16.5. The Supplier agrees that neither the execution of a test and/or inspection of the Goods or any part thereof, nor the attendance by the **ICT Office** or its representative, shall release the Supplier from any warranties or other obligations under this Contract.

17. **Warranty**

17.1. The Supplier warrants that the Goods supplied under the Contract are new, unused, of the most recent or current models, and that they incorporate all recent improvements in design and materials, except when the technical specifications required by the **ICT Office** provides otherwise.

17.2. The Supplier further warrants that all Goods supplied under this Contract shall
have no defect, arising from design, materials, or workmanship or from any act or omission of the Supplier that may develop under normal use of the supplied Goods in the conditions prevailing in the country of final destination.

17.3. In order to assure that manufacturing defects shall be corrected by the Supplier, a warranty shall be required from the Supplier for a minimum period specified in the SCC. The obligation for the warranty shall be covered by, at the Supplier’s option, either retention money in an amount equivalent to at least ten percent (10%) of the final payment, or a special bank guarantee equivalent to at least ten percent (10%) of the Contract Price or other such amount if so specified in the SCC. The said amounts shall only be released after the lapse of the warranty period specified in the SCC; provided, however, that the Supplies delivered are free from patent and latent defects and all the conditions imposed under this Contract have been fully met.

17.4. The ICT Office shall promptly notify the Supplier in writing of any claims arising under this warranty. Upon receipt of such notice, the Supplier shall, within the period specified in the SCC and with all reasonable speed, repair or replace the defective Goods or parts thereof, without cost to the ICT Office.

17.5. If the Supplier, having been notified, fails to remedy the defect(s) within the period specified in GCC Clause 17.4, the ICT Office may proceed to take such remedial action as may be necessary, at the Supplier’s risk and expense and without prejudice to any other rights which the ICT Office may have against the Supplier under the Contract and under the applicable law.

18. Delays in the Supplier’s Performance

18.1. Delivery of the Goods and/or performance of Services shall be made by the Supplier in accordance with the time schedule prescribed by the Procuring ICT Office in Section VI. Schedule of Requirements.

18.2. If at any time during the performance of this Contract, the Supplier or its Subcontractor(s) should encounter conditions impeding timely delivery of the Goods and/or performance of Services, the Supplier shall promptly notify the ICT Office in writing of the fact of the delay, its likely duration and its cause(s). As soon as practicable after receipt of the Supplier’s notice, and upon causes provided for under GCC Clause 22, the ICT Office shall evaluate the situation and may extend the Supplier’s time for performance, in which case the extension shall be ratified by the parties by amendment of Contract.

18.3. Except as provided under GCC Clause 22, a delay by the Supplier in the performance of its obligations shall render the Supplier liable to the imposition of liquidated damages pursuant to GCC Clause 19, unless an extension of time is agreed upon pursuant to GCC Clause 29 without the application of liquidated damages.

19. Liquidated Damages

Subject to GCC Clauses 18 and 22, if the Supplier fails to satisfactorily deliver any or all of the Goods and/or to perform the Services within the
period(s) specified in this Contract inclusive of duly granted time extensions if any, the **ICT Office** shall, without prejudice to its other remedies under this Contract and under the applicable law, deduct from the Contract Price, as liquidated damages, the applicable rate of one tenth (1/10) of one (1) percent of the cost of the unperformed portion for every day of delay until actual delivery or performance. The maximum deduction shall be ten percent (10%) of the amount of contract. Once the maximum is reached, the **ICT Office** shall rescind the Contract pursuant to GCC Clause 23, without prejudice to other courses of action and remedies open to it.

20. **Settlement of Disputes**

20.1. If any dispute or difference of any kind whatsoever shall arise between the **ICT Office** and the Supplier in connection with or arising out of this Contract, the parties shall make every effort to resolve amicably such dispute or difference by mutual consultation.

20.2. If after thirty (30) days, the parties have failed to resolve their dispute or difference by such mutual consultation, then either the **ICT Office** or the Supplier may give notice to the other party of its intention to commence arbitration, as hereinafter provided, as to the matter in dispute, and no arbitration in respect of this matter may be commenced unless such notice is given.

20.3. Any dispute or difference in respect of which a notice of intention to commence arbitration has been given in accordance with this Clause shall be settled by arbitration. Arbitration may be commenced prior to or after delivery of the Goods under this Contract.

20.4. In the case of a dispute between the **ICT Office** and the Supplier, the dispute shall be resolved in accordance with Republic Act 9285 (“R.A. 9285”), otherwise known as the “Alternative Dispute Resolution Act of 2004.”

20.5. Notwithstanding any reference to arbitration herein, the parties shall continue to perform their respective obligations under the Contract unless they otherwise agree; and the **ICT Office** shall pay the Supplier any monies due the Supplier.

21. **Liability of the Supplier**

21.1. The Supplier’s liability under this Contract shall be as provided by the laws of the Republic of the Philippines, subject to additional provisions, if any, set forth in the **SCC**.

21.2. Except in cases of criminal negligence or willful misconduct, and in the case of infringement of patent rights, if applicable, the aggregate liability of the Supplier to the **ICT Office** shall not exceed the total Contract Price, provided that this limitation shall not apply to the cost of repairing or replacing defective equipment.

22. **Force Majeure**
22.1. The Supplier shall not be liable for forfeiture of its performance security, liquidated damages, or termination for default if and to the extent that the Supplier's delay in performance or other failure to perform its obligations under the Contract is the result of a force majeure.

22.2. For purposes of this Contract the terms "force majeure" and "fortuitous event" may be used interchangeably. In this regard, a fortuitous event or force majeure shall be interpreted to mean an event which the Contractor could not have foreseen, or which though foreseen, was inevitable. It shall not include ordinary unfavorable weather conditions; and any other cause the effects of which could have been avoided with the exercise of reasonable diligence by the Contractor. Such events may include, but not limited to, acts of the ICT Office in its sovereign capacity, wars or revolutions, fires, floods, epidemics, quarantine restrictions, and freight embargoes.

22.3. If a force majeure situation arises, the Supplier shall promptly notify the ICT Office in writing of such condition and the cause thereof. Unless otherwise directed by the ICT Office in writing, the Supplier shall continue to perform its obligations under the Contract as far as is reasonably practical, and shall seek all reasonable alternative means for performance not prevented by the force majeure.

23. Termination for Default

23.1. The ICT Office shall terminate this Contract for default when any of the following conditions attends its implementation:

(a) Outside of force majeure, the Supplier fails to deliver or perform any or all of the Goods within the period(s) specified in the contract, or within any extension thereof granted by the ICT Office pursuant to a request made by the Supplier prior to the delay, and such failure amounts to at least ten percent (10%) of the contract price;

(b) As a result of force majeure, the Supplier is unable to deliver or perform any or all of the Goods, amounting to at least ten percent (10%) of the contract price, for a period of not less than sixty (60) calendar days after receipt of the notice from the ICT Office stating that the circumstance of force majeure is deemed to have ceased; or

(c) The Supplier fails to perform any other obligation under the Contract.

23.2. In the event the ICT Office terminates this Contract in whole or in part, for any of the reasons provided under GCC Clauses 23 to 26, the ICT Office may procure, upon such terms and in such manner as it deems appropriate, Goods or Services similar to those undelivered, and the Supplier shall be liable to the ICT Office for any excess costs for such similar Goods or Services. However, the Supplier shall continue performance of this Contract to the extent not terminated.

23.3. In case the delay in the delivery of the Goods and/or performance of the Services exceeds a time duration equivalent to ten percent (10%) of the specified contract time plus any time extension duly granted to the Supplier, the ICT Office may terminate this Contract, forfeit the Supplier's
performance security and award the same to a qualified Supplier.

24. **Termination for Insolvency**

The **ICT Office** shall terminate this Contract if the Supplier is declared bankrupt or insolvent as determined with finality by a court of competent jurisdiction. In this event, termination will be without compensation to the Supplier, provided that such termination will not prejudice or affect any right of action or remedy which has accrued or will accrue thereafter to the **ICT Office** and/or the Supplier.

25. **Termination for Convenience**

25.1. The **ICT Office** may terminate this Contract, in whole or in part, at any time for its convenience. The Head of the **ICT Office** may terminate a contract for the convenience of the Government if he has determined the existence of conditions that make Project Implementation economically, financially or technically impractical and/or unnecessary, such as, but not limited to, fortuitous event(s) or changes in law and national government policies.

25.2. The Goods that have been delivered and/or performed or are ready for delivery or performance within thirty (30) calendar days after the Supplier's receipt of Notice to Terminate shall be accepted by the **ICT Office** at the contract terms and prices. For Goods not yet performed and/or ready for delivery, the **ICT Office** may elect:

(a) to have any portion delivered and/or performed and paid at the contract terms and prices; and/or

(b) to cancel the remainder and pay to the Supplier an agreed amount for partially completed and/or performed goods and for materials and parts previously procured by the Supplier.

25.3. If the Supplier suffers loss in its initial performance of the terminated contract, such as purchase of raw materials for goods specially manufactured for the **ICT Office** which cannot be sold in open market, it shall be allowed to recover partially from this Contract, on a quantum meruit basis. Before recovery may be made, the fact of loss must be established under oath by the Supplier to the satisfaction of the **ICT Office** before recovery may be made.

26. **Termination for Unlawful Acts**

26.1. The **ICT Office** may terminate this Contract in case it is determined *prima facie* that the Supplier has engaged, before or during the implementation of this Contract, in unlawful deeds and behaviors relative to contract acquisition and implementation. Unlawful acts include, but are not limited to, the following:

(a) Corrupt, fraudulent, and coercive practices as defined in ITB Clause a;
(b) Drawing up or using forged documents;

(c) Using adulterated materials, means or methods, or engaging in production contrary to rules of science or the trade; and

(d) Any other act analogous to the foregoing.

27. Procedures for Termination of Contracts

27.1. The following provisions shall govern the procedures for termination of this Contract:

(a) Upon receipt of a written report of acts or causes which may constitute ground(s) for termination as aforementioned, or upon its own initiative, the Implementing Unit shall, within a period of seven (7) calendar days, verify the existence of such ground(s) and cause the execution of a Verified Report, with all relevant evidence attached;

(b) Upon recommendation by the Implementing Unit, the Head of the ICT Office shall terminate this Contract only by a written notice to the Supplier conveying the termination of this Contract. The notice shall state:

(i) that this Contract is being terminated for any of the ground(s) afore-mentioned, and a statement of the acts that constitute the ground(s) constituting the same;

(ii) the extent of termination, whether in whole or in part;

(iii) an instruction to the Supplier to show cause as to why this Contract should not be terminated; and

(iv) special instructions of the ICT Office, if any.

(c) The Notice to Terminate shall be accompanied by a copy of the Verified Report;

(d) Within a period of seven (7) calendar days from receipt of the Notice of Termination, the Supplier shall submit to the Head of the ICT Office a verified position paper stating why this Contract should not be terminated. If the Supplier fails to show cause after the lapse of the seven (7) day period, either by inaction or by default, the Head of the ICT Office shall issue an order terminating this Contract;

(e) The ICT Office may, at any time before receipt of the Supplier’s verified position paper described in item (d) above withdraw the Notice to Terminate if it is determined that certain items or works subject of the notice had been completed, delivered, or performed before the Supplier’s receipt of the notice;

(f) Within a non-extendible period of ten (10) calendar days from receipt of the verified position paper, the Head of the ICT Office shall decide whether or not to terminate this Contract. It shall serve a written
notice to the Supplier of its decision and, unless otherwise provided, this Contract is deemed terminated from receipt of the Supplier of the notice of decision. The termination shall only be based on the ground(s) stated in the Notice to Terminate;

(g) The Head of the ICT Office may create a Contract Termination Review Committee (CTRC) to assist him in the discharge of this function. All decisions recommended by the CTRC shall be subject to the approval of the Head of the ICT Office; and

(h) The Supplier must serve a written notice to the ICT Office of its intention to terminate the contract at least thirty (30) calendar days before its intended termination. The Contract is deemed terminated if it is not resumed in thirty (30) calendar days after the receipt of such notice by the ICT Office.

28. Assignment of Rights

The Supplier shall not assign his rights or obligations under this Contract, in whole or in part, except with the ICT Office’s prior written consent.

29. Contract Amendment

Subject to applicable laws, no variation in or modification of the terms of this Contract shall be made except by written amendment signed by the parties.

30. Application

These General Conditions shall apply to the extent that they are not superseded by provisions of other parts of this Contract.
Section V. Special Conditions of Contract
## SPECIAL CONDITIONS OF CONTRACT

<table>
<thead>
<tr>
<th>GCC Clause</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.1(g)</td>
<td>The Procuring Entity is <strong>Information and Communications Technology Office (ICT Office)</strong>.</td>
</tr>
<tr>
<td>1.1(i)</td>
<td>The Supplier is <em>to be inserted at the time of contract award</em>.</td>
</tr>
</tbody>
</table>
| 1.1(j)     | The Funding Source is: **The Government of the Philippines (GOP) through the Integrated Government Philippines (iGovPhil) Project of the eGovernment (eGov) Fund** in the amount of **TWELVE MILLION, THREE HUNDRED SEVENTY-FIVE THOUSAND, NINE HUNDRED THIRTY-EIGHT PESOS (₱ 12,375,938.00)**.  

**NOTE:** In the case of National Government Agencies, the General Appropriations Act (GAA) and/or continuing appropriations: in the case of Government-Owned and/or – Controlled Corporations, Government Financial Institutions, and State Universities and Colleges, the Corporate Budget for the contract approved by the governing Boards; in the case of Local Government Units, the Budget for the contract approved by the respective Sanggunian. |
| 1.1(k)     | The Project Site is **Information and Communications Technology Office (ICT Office), ICTO Building, C.P. Garcia Avenue, U.P. Diliman, Quezon City** which is defined in **Section VI. Schedule of Requirements**. |
| 5.1        | The Procuring Entity’s address for Notices is: **Information and Communications Technology Office**  
ICTO Building, Carlos P. Garcia Avenue, Diliman, Quezon City  

**NICOLAS D. OJEDA, JR.**  
Deputy Executive Director  
Chairman, BAC4IGOV  
Telephone No.: +63-2-9200101 Local 1201  
Fax Number: +63-2-4261525  

The Supplier’s address for Notices is: [Insert address including, name of contact, fax and telephone number] |
| 6.2        | No further instructions. |
| 10.4       | No further instructions |
| 13.4(c)    | No further instructions |
| 16.1       | None |
| 17.3       | No further instructions |
| 17.4       | No further instructions |
| 21.1       | No additional provision |
Section VI. Schedule of Requirements
**SCHEDULE OF REQUIREMENTS**

The delivery schedule of service shall be completed within Thirty (30) calendar days from the receipt of Notice to Proceed.

<table>
<thead>
<tr>
<th>Item No.</th>
<th>Description</th>
<th>Qty</th>
<th>ABC</th>
<th>Delivered, Weeks/Months</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td><strong>SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS:</strong></td>
<td>1 Lot</td>
<td>12,375,938.00</td>
<td>Thirty (30) calendar days</td>
</tr>
<tr>
<td></td>
<td><strong>A. SUPPLY AND DELIVERY OF NETWORK PENETRATION TESTING SOFTWARE</strong></td>
<td>1 Lot</td>
<td>6,700,242.00</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>B. SUPPLY, DELIVERY AND INSTALLATION SOURCE CODE ANALYSIS TOOL</strong></td>
<td>1 Lot</td>
<td>5,000,000.00</td>
<td></td>
</tr>
<tr>
<td></td>
<td><strong>C. SUPPLY, DELIVERY AND INSTALLATION WEB VULNERABILITY SCANNER</strong></td>
<td>1 Lot</td>
<td>675,696.00</td>
<td></td>
</tr>
</tbody>
</table>

I hereby commit to comply and deliver all the above requirements in accordance with the above-stated schedule.

__________________________    __________________________   ___________
Name of Company               Signature Over Printed Name of Authorized Representative   Date
Section VII. Technical Specifications
TECHNICAL SPECIFICATIONS

INSTRUCTION TO THE SUPPLIER: Indicate “COMPLY” (per line number) under Bidder’s Statement of Compliance if bidder can meet the technical specifications and project requirements. DO NOT LEAVE ANY BLANK. A “YES” or “NO” ENTRY WILL NOT BE ACCEPTED. FAILURE TO CONFORM WILL RESULT IN A RATING OF “FAILED”.

SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS

A. SUPPLY AND DELIVERY OF NETWORK PENETRATION TESTING SOFTWARE

<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
<th>Bidder’s Statement of Compliance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. License</td>
<td>1.1. Professional Perpetual License with unlimited IP address</td>
<td></td>
</tr>
<tr>
<td></td>
<td>1.2. Includes licenses for operating system and other software dependencies</td>
<td></td>
</tr>
<tr>
<td>2. Maintenance and Support</td>
<td>2.1. Three (3) years maintenance and support</td>
<td></td>
</tr>
<tr>
<td>3. Training</td>
<td>3.1. With on-site certification training for at least five (5) people</td>
<td></td>
</tr>
<tr>
<td>4. Features</td>
<td>4.1. Network Penetration Testing</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1. The software should be able to:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.1. Gather network information and build system profiles</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.2. Identify and exploit critical OS, device, service, and application vulnerabilities</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.3. Replicate an attacker’s attempts to access and manipulate data</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.4. Leverage compromised systems as beachheads to attack other network resources through VPN and proxy pivots</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.5. Test defensive technologies’ ability to identify and stop attacks</td>
<td></td>
</tr>
<tr>
<td>4.2. Client-Side Testing of End Users and Endpoints</td>
<td>4.2.1. The software should be able to:</td>
<td></td>
</tr>
<tr>
<td>Item</td>
<td>Technical Specifications</td>
<td>Bidder’s Statement of Compliance</td>
</tr>
<tr>
<td>------</td>
<td>-------------------------</td>
<td>----------------------------------</td>
</tr>
<tr>
<td>4.2.1.1.</td>
<td>Crawl sites, search engines, etc. for potential target information</td>
<td></td>
</tr>
<tr>
<td>4.2.1.2.</td>
<td>Leverage a variety of templates or create custom phishing emails</td>
<td></td>
</tr>
<tr>
<td>4.2.1.3.</td>
<td>Use client-side exploits to test endpoint system security, assess defenses, and pivot to network tests</td>
<td></td>
</tr>
<tr>
<td>4.2.1.4.</td>
<td>Test security awareness with or without exploiting systems</td>
<td></td>
</tr>
<tr>
<td>4.3.</td>
<td>Identity Discovery &amp; Password Cracking</td>
<td></td>
</tr>
<tr>
<td>4.3.1.</td>
<td>The software should be able to:</td>
<td></td>
</tr>
<tr>
<td>4.3.1.1.</td>
<td>Discover Windows NTLM hashes and attempt to determine plaintext passwords for those hashes</td>
<td></td>
</tr>
<tr>
<td>4.3.1.2.</td>
<td>Discover identities: usernames, passwords, SSH keys, and cookies</td>
<td></td>
</tr>
<tr>
<td>4.3.1.3.</td>
<td>Utilize learned identities as part of multi-vector tests</td>
<td></td>
</tr>
<tr>
<td>4.3.1.4.</td>
<td>Automatically take control of systems via weak authentication</td>
<td></td>
</tr>
<tr>
<td>4.4.</td>
<td>Wireless Network Penetration Testing</td>
<td></td>
</tr>
<tr>
<td>4.4.1.</td>
<td>The software should be able to:</td>
<td></td>
</tr>
<tr>
<td>4.4.1.1.</td>
<td>Assess WEP, WPA-PSK and WPA2-PSK encrypted networks</td>
<td></td>
</tr>
<tr>
<td>4.4.1.2.</td>
<td>Conduct man-in-the-middle attacks, intercept wireless transmissions, and insert exploits into relayed traffic</td>
<td></td>
</tr>
<tr>
<td>4.4.1.3.</td>
<td>Impersonate access points to target Wi-Fi enabled systems</td>
<td></td>
</tr>
<tr>
<td>4.5.</td>
<td>Web Application Penetration Testing</td>
<td></td>
</tr>
<tr>
<td>4.5.1.</td>
<td>The software should be able to:</td>
<td></td>
</tr>
<tr>
<td>4.5.1.1.</td>
<td>Identify weaknesses in web applications, web servers and associated databases – with no false positives</td>
<td></td>
</tr>
<tr>
<td>4.5.1.2.</td>
<td>Test for all OWASP Top Ten web application vulnerabilities</td>
<td></td>
</tr>
<tr>
<td>4.5.1.3.</td>
<td>Dynamically generate exploits that can compromise security weaknesses in custom applications</td>
<td></td>
</tr>
<tr>
<td>4.5.1.4.</td>
<td>Import and validate results from web vulnerability scanners to</td>
<td></td>
</tr>
</tbody>
</table>
## Item Technical Specifications

<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>confirm exploitability and prioritize remediation</td>
</tr>
<tr>
<td>4.5.1.5.</td>
<td>Pivot attacks to the web server and backend network</td>
</tr>
</tbody>
</table>

## Bidder’s Statement of Compliance

### 4.6. Mobile Device Penetration Testing

4.6.1. The software should be able to:

4.6.1.1. Identify critical exposures posed by mobile devices on your network

4.6.1.2. Evaluate the security of new mobile devices and related web services prior to deployment

4.6.1.3. Get actionable data required to mitigate business risks

4.6.1.4. Access call and text logs, GPS data, and contact entries

### 4.7. Surveillance Camera Attacks

4.7.1. Testing teams can identify whether a host on their network is a camera and then test it for vulnerabilities

4.7.2. Ability to prove camera vulnerabilities by taking a still shot of the video feed, or accessing the camera’s administration interface

4.7.3. Testing video cameras using can be done manually or with rapid penetration test (RPT) wizards

### 4.8. Minimum System Requirements

4.8.1. Must run on Windows 2008 Server OS

### 4.9. Medium of Installation

4.9.1. Downloadable installer files

4.9.2. Optical Media

---

### B. SUPPLY DELIVERY AND INSTALLATION OF SOURCE CODE ANALYSIS TOOL

<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>Complete Enterprise Suite</td>
</tr>
</tbody>
</table>

1.1. This includes: Server Software; Scanning Engine Software; Scanners; Reviewers; and IDE Plugins
<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
<th>Bidder’s Statement of Compliance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.2.</td>
<td>Software licenses for the operating system and database application</td>
<td></td>
</tr>
</tbody>
</table>

2. **Support, Warranty and Subscriptions, and Training**

2.1. Three (3) years support, maintenance warranty and software subscription for upgrades

2.2. With on-site training for at least five (5) people for at least thirty-six (36) hours

3. **Server Host Requirements**

3.1. Must run in a Windows 2012 environment with IIS 8.0

3.2. Must be compatible with .NET framework 3.5.SP1 or above

3.3. Must be able to scan 4M lines of codes using a minimum hardware configuration of

3.3.1. 3-core 2.3 Ghz processor with 24GB of RAM and 250GB of disk space

4. **Features**

4.1. **Static Code Analysis**

4.1.1. Delivers security and the requirement of incorporating security into the software development lifecycle (SDLC)

4.1.2. Able to store all code properties in an open and query-able database.

4.2. **Supported Languages**

4.2.1. The tool should be able to:

4.2.1.5. Support the following coding languages: Java, C# / .NET, PHP, C, C++, Visual Basic 6.0, VB.NET, Flash, APEX, Ruby, Javascript, ASP, Perl, Android, Objective C, PL/SQL, HTML5

4.2.1.6. Support the following development environments, languages, and frameworks:

<table>
<thead>
<tr>
<th>Dev Environment</th>
<th>Languages</th>
<th>Frameworks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Java</td>
<td>Primary: Java, J2SE, J2EE</td>
<td>Secondary: JSP, JavaScript, VBScript, PL\SQL, HTML5</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Language</th>
<th>Frameworks</th>
</tr>
</thead>
<tbody>
<tr>
<td>ASP.NET</td>
<td>Enterprise Libraries, Telerik, Component Art</td>
</tr>
<tr>
<td>JavaScript</td>
<td>Enterprise Libraries, Telerik, Component Art</td>
</tr>
<tr>
<td>Item</td>
<td>Technical Specifications</td>
</tr>
<tr>
<td>--------------</td>
<td>--------------------------</td>
</tr>
<tr>
<td>Net, VB, VB.</td>
<td>C#, VBScript, PL/SQL,</td>
</tr>
<tr>
<td></td>
<td>HTML5</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>ASP</td>
<td>ASP</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>VB</td>
<td>VB6</td>
</tr>
<tr>
<td>C/C++</td>
<td>C/C++</td>
</tr>
<tr>
<td>PHP</td>
<td>PHP</td>
</tr>
<tr>
<td></td>
<td></td>
</tr>
<tr>
<td>SalesForce</td>
<td>Apex</td>
</tr>
<tr>
<td>Ruby</td>
<td>Ruby</td>
</tr>
<tr>
<td>JavaScript</td>
<td>JavaScript</td>
</tr>
<tr>
<td>VBScript</td>
<td></td>
</tr>
<tr>
<td>Perl</td>
<td>Perl 5.005 - 5.14</td>
</tr>
<tr>
<td>Android</td>
<td>Java, Objective C</td>
</tr>
<tr>
<td>IOS</td>
<td></td>
</tr>
<tr>
<td>HTML5, PL/SQL</td>
<td></td>
</tr>
</tbody>
</table>

4.3. Support for All Major Standards

4.3.1. Support all OWASP Top 10 and SANS standards out of the box.

4.3.2. Enables limitless coverage of the software vulnerability spectrum.

4.4. Application Security Testing

4.4.1. Creates a persistent database that stores all scans' results and enables intelligent, repeatable, risk exploration queries.

4.5. System Architecture

4.5.1. The overall source code analysis tool suite must support a centralized architecture where all server components are installed on the same host, or a distributed architecture, where any of the components are installed on dedicated hosts.

4.5.2. The scanning engine software must be able to handle 100K lines of code per hour.

4.5.3. Communications between the server components and client software must via
### C. SUPPLY, DELIVERY AND INSTALLATION OF WEB VULNERABILITY SCANNER

<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
<th>Bidder’s Statement of Compliance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td><strong>License</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>1.1. Enterprise Edition with Unlimited Websites</td>
<td></td>
</tr>
<tr>
<td>2.</td>
<td><strong>Maintenance and Support</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>2.1. Three (3) years maintenance and support</td>
<td></td>
</tr>
<tr>
<td>3.</td>
<td><strong>Training</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>3.1. With on-site training for at least five (5) people for at least thirty-six (36) hours</td>
<td></td>
</tr>
<tr>
<td>4.</td>
<td><strong>Features</strong></td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1. Scanning for SQL Injection and Cross Site Scripting (XSS) Vulnerabilities</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1. The tool should be able to:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.1.1.1. Detect SQL injection and XSS vulnerabilities</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.2. Full HTML Support</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.2.1. The tool should be able to:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.2.1.1. Fully interpret websites, web applications and mobile-friendly websites, including those implemented using HTML5 and JavaScript-based technologies, such as AJAX and Single Page Applications.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.2.1.2. Automatically detect DOM-based XSS vulnerabilities.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.3. Automatic Scanning for Password Protected Areas</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.3.1. The tool should be able to:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.3.1.1. Automatically fill in web forms and authenticate against web logins.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.4. Multiple Website Scanning</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.4.1. The tool should be able to:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.4.1.1. Launch scans to all websites anytime and anywhere.</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.5. Report Generation for Legal and Regulatory Compliance</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.5.1. The tool should:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>4.5.1.1. Include extensive and detailed reporting modules that cover a wide range of</td>
<td></td>
</tr>
</tbody>
</table>

HTTP/HTTPS.
<table>
<thead>
<tr>
<th>Item</th>
<th>Technical Specifications</th>
<th>Bidder’s Statement of Compliance</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>standards, including:</td>
<td></td>
</tr>
<tr>
<td></td>
<td>a. CWE/SANS Top 25 Most Dangerous Software Errors</td>
<td></td>
</tr>
<tr>
<td></td>
<td>b. The Health Insurance Portability and Accountability Act (HIPAA)</td>
<td></td>
</tr>
<tr>
<td></td>
<td>c. International Standard - ISO 27001</td>
<td></td>
</tr>
<tr>
<td></td>
<td>d. NIST Special Publication 800-53 - Recommended Security Controls for Federal Information Systems</td>
<td></td>
</tr>
<tr>
<td></td>
<td>e. OWASP TOP 10 2013</td>
<td></td>
</tr>
<tr>
<td></td>
<td>f. Payment Card Industry Data Security Standard version 3.0</td>
<td></td>
</tr>
<tr>
<td></td>
<td>g. Sarbanes-Oxley Act</td>
<td></td>
</tr>
<tr>
<td></td>
<td>h. DISA STIG Web Security</td>
<td></td>
</tr>
<tr>
<td></td>
<td>i. Web Application Security Consortium: Threat Classification</td>
<td></td>
</tr>
<tr>
<td>4.6.</td>
<td>Perimeter Server Security</td>
<td></td>
</tr>
<tr>
<td>4.6.1.</td>
<td>The tool should be able to run port scans against the web server hosting the website and automatically identify network services running on open ports, and launch a series of network security tests against those network services.</td>
<td></td>
</tr>
<tr>
<td>4.6.2.</td>
<td>Have the following security checks:</td>
<td></td>
</tr>
<tr>
<td>4.6.2.1.</td>
<td>Test for weak passwords on FTP, IMAP, SQL servers, POP3, Socks, SSH, Telnet and other DNS server vulnerabilities like Open Zone Transfer, Open Recursion, Cache Poisoning,</td>
<td></td>
</tr>
<tr>
<td>4.6.2.2.</td>
<td>FTP access tests such as if anonymous access is allowed, and list of writeable FTP directories, security checks for badly configured Proxy Servers</td>
<td></td>
</tr>
<tr>
<td>4.6.2.3.</td>
<td>Checks for weak SNMP Community String,</td>
<td></td>
</tr>
<tr>
<td>4.6.2.4.</td>
<td>Checks for weak SSL ciphers,</td>
<td></td>
</tr>
<tr>
<td>4.6.2.5.</td>
<td>And many other sophisticated security checks</td>
<td></td>
</tr>
<tr>
<td>4.6.3.</td>
<td>Online solution makes use of OpenVAS.</td>
<td></td>
</tr>
<tr>
<td>4.7.</td>
<td>Advanced Penetration Testing Tools</td>
<td></td>
</tr>
<tr>
<td>4.7.1.</td>
<td>Should include advanced tools to allow penetration testers to fine tune web application security audits:</td>
<td></td>
</tr>
<tr>
<td>4.7.1.1.</td>
<td>HTTP Editor: Construct HTTP/HTTPS requests and analyze the web server response.</td>
<td></td>
</tr>
<tr>
<td>4.7.1.2.</td>
<td>HTTP Sniffer: Intercept, log and modify all HTTP/HTTPS traffic and reveal all data sent by the browser and by the web application.</td>
<td></td>
</tr>
<tr>
<td>Item</td>
<td>Technical Specifications</td>
<td></td>
</tr>
<tr>
<td>------</td>
<td>--------------------------</td>
<td></td>
</tr>
<tr>
<td>4.7.1.3.</td>
<td>HTTP Fuzzer: Perform sophisticated fuzzing tests, in order to test web applications input validation and handling of unexpected and invalid random data.</td>
<td></td>
</tr>
<tr>
<td>4.7.1.4.</td>
<td>Blind SQL Injector: Automated database data extraction tool for manual penetration tests.</td>
<td></td>
</tr>
<tr>
<td>4.8. Other Advanced Features</td>
<td>The tool should be able to:</td>
<td></td>
</tr>
<tr>
<td>4.8.1.</td>
<td>Detect HTTP Parameter Pollution (HPP) vulnerabilities.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.2.</td>
<td>Support custom HTTP headers in automated scans.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.3.</td>
<td>Support multiple HTTP authentication credentials.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.4.</td>
<td>Scan profiles to easily scan websites with different scan options and identities.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.5.</td>
<td>Have custom report generator.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.6.</td>
<td>Compare scans and find differences with previous scans.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.7.</td>
<td>Easily re-audit website changes with rescan functionality.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.9.</td>
<td>Detect directories with weak permissions and if dangerous HTTP methods are enabled.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.10.</td>
<td>Generate a list of uncommon HTTP responses such as internal server error, HTTP 500, etc.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.11.</td>
<td>Customize list of false positives.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.14.</td>
<td>Rescan a specific vulnerability in order to verify remediation.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.15.</td>
<td>Automate File Upload Forms vulnerability testing.</td>
<td></td>
</tr>
<tr>
<td>4.8.1.16.</td>
<td>Automatically determine if a customer error page is in use, and identify it without needing any recognition patterns to be configured before the scan.</td>
<td></td>
</tr>
</tbody>
</table>
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To: [name and address of Procuring Entity]

Gentlemen and/or Ladies:

Having examined the Bidding Documents including Bid Bulletin Numbers [insert numbers], the receipt of which is hereby duly acknowledged, we, the undersigned, offer to [supply/deliver/perform] [description of the Goods] in conformity with the said Bidding Documents for the sum of [total Bid amount in words and figures] or such other sums as may be ascertained in accordance with the Schedule of Prices attached herewith and made part of this Bid.

We undertake, if our Bid is accepted, to deliver the goods in accordance with the delivery schedule specified in the Schedule of Requirements.

If our Bid is accepted, we undertake to provide a performance security in the form, amounts, and within the times specified in the Bidding Documents.

We agree to abide by this Bid for the Bid Validity Period specified in BDS provision for ITB Clause 18.2 and it shall remain binding upon us and may be accepted at any time before the expiration of that period.

Commissions or gratuities, if any, paid or to be paid by us to agents relating to this Bid, and to contract execution if we are awarded the contract, are listed below:

<table>
<thead>
<tr>
<th>Name and address of agent</th>
<th>Amount and currency</th>
<th>Purpose of Commission or gratuity</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>(if none, state “None”)</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Until a formal Contract is prepared and executed, this Bid, together with your written acceptance thereof and your Notice of Award, shall be binding upon us.

1 If ADB, JICA and WB funded projects, use IFB.
2 Applicable only if the Funding Source is the ADB, JICA or WB.
We understand that you are not bound to accept the lowest or any Bid you may receive.

We certify/confirm that we comply with the eligibility requirements as per ITB Clause 5 of the Bidding Documents.

Dated this ________________ day of ________________ 20______.

_____________________   _______________
[signature]  [in the capacity of]

Duly authorized to sign Bid for and on behalf of ____________________________
For Goods Offered From Abroad

Name of Bidder _____________________.
Invitation to Bid\(^3\) Number _____.
Page ________________________ of ___.

<table>
<thead>
<tr>
<th>Item</th>
<th>Description</th>
<th>Country of origin</th>
<th>Quantity</th>
<th>Unit price CIF port of entry (specify port) or CIP named place (specify border point or place of destination)</th>
<th>Total CIF or CIP price per item (col. 4 x 5)</th>
<th>Unit Price Delivered Duty Unpaid (DDU)</th>
<th>Unit price Delivered Duty Paid (DDP)</th>
<th>Total Price delivered DDP (col 4 x 8)</th>
</tr>
</thead>
</table>

\(^3\) If ADB, JICA and WB funded projects, use IFB.
For Goods Offered From Within the Philippines

Name of Bidder ______________________. Invitation to Bid\(^4\) Number _____. Page
_____________________________ of ____.

<table>
<thead>
<tr>
<th>Item</th>
<th>Description</th>
<th>Country of origin</th>
<th>Quantity</th>
<th>Unit price \textit{exw} per item</th>
<th>Cost of local labor, raw material, and component(^2)</th>
<th>Total price \textit{exw} per item (cols. 4 x 5)</th>
<th>Unit prices per item final destination and unit price of other incidental services</th>
<th>Sales and other taxes payable per item if Contract is awarded</th>
<th>Total Price delivered Final Destination (col 8 + 9) x 4</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

\(^4\) If ADB, JICA and WB funded projects, use IFB.
CONTRACT AGREEMENT FORM

THIS AGREEMENT made the _____ day of __________ 20____ between [name of PROCURING ENTITY] of the Philippines (hereinafter called “the Entity”) of the one part and [name of Supplier] of [city and country of Supplier] (hereinafter called “the Supplier”) of the other part:

WHEREAS the Entity invited Bids for certain goods and ancillary services, viz., [brief description of goods and services] and has accepted a Bid by the Supplier for the supply of those goods and services in the sum of [contract price in words and figures] (hereinafter called “the Contract Price”).

NOW THIS AGREEMENT WITNESSETH AS FOLLOWS:

1. In this Agreement words and expressions shall have the same meanings as are respectively assigned to them in the Conditions of Contract referred to.

2. The following documents shall be deemed to form and be read and construed as part of this Agreement, viz.:

(a) the Bid Form and the Price Schedule submitted by the Bidder;
(b) the Schedule of Requirements;
(c) the Technical Specifications;
(d) the General Conditions of Contract;
(e) the Special Conditions of Contract; and
(f) the Entity’s Notification of Award.

3. In consideration of the payments to be made by the Entity to the Supplier as hereinafter mentioned, the Supplier hereby covenants with the Entity to provide the goods and services and to remedy defects therein in conformity in all respects with the provisions of the Contract

4. The Entity hereby covenants to pay the Supplier in consideration of the provision of the goods and services and the remedying of defects therein, the Contract Price or such other sum as may become payable under the provisions of the contract at the time and in the manner prescribed by the contract.

IN WITNESS whereof the parties hereto have caused this Agreement to be executed in accordance with the laws of the Republic of the Philippines on the day and year first above written.

Signed, sealed, delivered by _________________ the _________________ (for the Entity)

Signed, sealed, delivered by _________________ the _________________ (for the Supplier).
OMNIBUS SWORN STATEMENT

REPUBLIC OF THE PHILIPPINES )
CITY/MUNICIPALITY OF ______ ) S.S.

AFFIDAVIT

I/We, [Name of Affiant], of legal age, with residence at [Address of Affiant], after having been duly sworn in accordance with law and in compliance with the bidding requirements as contained in the Instruction to Bidders/Bid Data Sheet for the bidding of the: SUPPLY, DELIVERY AND INSTALLATION OF VARIOUS NETWORK SECURITY TOOLS. (state particular item to be bidded)

do hereby certify under oath as follows:

(a) AUTHORITY OF THE DESIGNATED REPRESENTATIVE

(Please check appropriate box and fill up blanks)

☐ Sole Proprietor

That I am the sole proprietor of <<State Company Name/Name of Supplier>> with business address at <<state company/supplier address>>, Telephone Number ________, with Fax No. ________, and email address ___________ and as such, I have the full power and authority to do, exercise and perform any and all acts necessary to represent it in the negotiation.

Name : __________________________
Title : __________________________
Specimen Signature : __________________________

Note: Please attach a Special Power of Attorney (SPA), if not the Sole Proprietor/Owner

☐ Corporation, Partnership, Cooperative

That I/We am/are the duly authorized representative/s of <<State Company Name>> with business address at <<state company/supplier address>>, Telephone Number ________, with Fax No. ________, and email address ___________ as shown in the attached authority to execute and perform any an all acts necessary and/or to represent our company in the abovementioned negotiations, including signing all negotiation documents and other related documents such as the contracts:

Name : __________________________
Title : __________________________
Specimen Signature : __________________________

Name : __________________________
Title : __________________________
Specimen Signature : __________________________

Note: Please attach duly executed Secretary's Certificate
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(b) NON-INCLUSION IN THE BLACKLIST BY ANY AGENCY OR GOVERNMENT INSTRUMENTALITY NOR UNDER SUSPENSION STATUS

That the firm I/We represent is not currently blacklisted or barred from bidding by any government office/agency/corporation or Local Government Unit nor under suspension.

(c) AUTHENTICITY OF SUBMITTED DOCUMENTS

That all the certified true copies of documents submitted by our company are true and faithful reproductions or copies of the originals and all the contents/information contained therein are true and correct and unaltered.

(d) AUTHORITY TO VALIDATE SUBMITTED DOCUMENTS

THE BIDS AND AWARDS COMMITTEE FOR INTEGRATED GOVERNMENT PHILIPPINES, (BAC4IGOV) INFORMATION AND COMMUNICATIONS TECHNOLOGY OFFICE

The undersigned, duly authorized representative of the Applicant, for and in behalf of the Applicant, hereby submits this Letter of Authorization in relation with Application to apply for Eligibility and to Bid for the subject contract to be bid.

In connection thereat, all public official, engineer, architect, surety company, bank institution or other person, company or corporation named in the eligibility documents and statements are hereby requested and authorized to furnish the Chairman, ICT Office Bids and Awards Committee for Integrated Government Philippines /or its duly authorized representative/s any information necessary to verify the correctness and authenticity of any item stated in the said documents and statements or regarding our competence and general reputation.

I/We hereby give consent and give authority to the Chairman of ICT Office BAC41GOV or its duly authorized representative, to verify the authenticity and correctness, of any or all of the documents and statements submitted herein, and that I/We hereby hold myself/ourselves liable, criminally or civilly, for any misrepresentation or false statements made therein which shall be ground for outright disqualification and/or ineligibility, and inclusion of my/our company among the contractors blacklisted from participating in future bidding of the Information and Communications Technology Office.

(e) DISCLOSURE OF RELATIONS

That for and in behalf of the Bidder, I/We hereby declare that:

☐ If the bidder is an individual or a sole proprietorship, to the bidder himself;
☐ If the bidder is a partnership, to all its officers and members;
☐ If the bidder is a corporation, to all its officers, directors, and controlling stockholders;
☐ If the bidder is a Joint Venture, to all its partners and members;

are not related by consanguinity or affinity up to the third civil degree with the members of the Board of Directors, the President, Officers or Employees having direct access to information that may substantially affect the result of the bidding such as, but not limited to, the members of
the ICT Office BAC4IGOV, the members of the TWG of ICT Office and the ICT Office BAC4IGOV Secretariat. It is fully understood that the existence of the aforesaid relation by consanguinity or affinity of the Bidder with the aforementioned Officers of the Corporation shall automatically disqualify the Bid.

(f) COMPLIANCE WITH EXISTING LABOR LAWS AND STANDARDS

That our company diligently abides and complies with existing labor laws and standards

(g) BIDDER’S RESPONSIBILITIES

A. That I/We have taken steps to carefully examine all of the bidding documents;
B. That I/We acknowledge all conditions, local and otherwise affecting the implementation of the contract;
C. That I/We made an estimate of the facilities available and needed for the contract to be bidded, if any;
D. That I/We will inquire or secure Supplemental/Bid Bulletins issued for this project;
E. That the submission of all bidding documents shall be regarded as acceptance of all conditions of bidding and all requirements of authorities responsible for certifying compliance of the contract;
F. That I have complied with our responsibility as provided for in the bidding documents and all Supplemental/Bid Bulletins;
G. That failure to observe any of the above responsibilities shall be at my own risk and
H. That I agree to be bound by the terms and conditions stated in the conditions of the contract for this project.

(h) DID NOT PAY ANY FORM OF CONSIDERATION

That our company did not give or pay directly or indirectly any commission, amount, fee or any form of consideration, pecuniary or otherwise, to any person or official, personnel or representative of the government in relation to any procurement project or activity.

IN WITNESS WHEREOF, I have hereunto set my hand this _____ day of __________ , 2014 at ______________, Philippines.

Bidder’s Representative/Authorized Signatory
(Signature over Printed Name)

SUBSCRIBED AND SWORN TO BEFORE ME this __________ day of __________, 2014 at ________________, Philippines. Affiant exhibited to me his/her competent Evidence of Identity (as defined by the 2004 Rules on Notarial Practice) __________ issued ______________ at ________________, Philippines.
BANK GUARANTEE FORM FOR ADVANCE PAYMENT

To:  [name and address of PROCURING ENTITY]
     [name of Contract]

Gentlemen and/or Ladies:

In accordance with the payment provision included in the Special Conditions of Contract, which amends Clause 10 of the General Conditions of Contract to provide for advance payment, [name and address of Supplier] (hereinafter called the “Supplier”) shall deposit with the PROCURING ENTITY a bank guarantee to guarantee its proper and faithful performance under the said Clause of the Contract in an amount of [amount of guarantee in figures and words].

We, the [bank or financial institution], as instructed by the Supplier, agree unconditionally and irrevocably to guarantee as primary obligator and not as surety merely, the payment to the PROCURING ENTITY on its first demand without whatsoever right of objection on our part and without its first claim to the Supplier, in the amount not exceeding [amount of guarantee in figures and words].

We further agree that no change or addition to or other modification of the terms of the Contract to be performed thereunder or of any of the Contract documents which may be made between the PROCURING ENTITY and the Supplier, shall in any way release us from any liability under this guarantee, and we hereby waive notice of any such change, addition, or modification.

This guarantee shall remain valid and in full effect from the date of the advance payment received by the Supplier under the Contract until [date].

Yours truly,

Signature and seal of the Guarantors

__________________________
[name of bank or financial institution]
__________________________
[address]
__________________________
[date]
ANNEX "D"

STATEMENT OF SINGLE LARGEST COMPLETED CONTRACT SIMILAR TO THE CONTRACT TO BE BID

This is to certify that ___________________ has the following completed contracts for the period CY 2010-2014.

<table>
<thead>
<tr>
<th>Date of Contract</th>
<th>Contracting Party</th>
<th>Name of Contract</th>
<th>Kinds of Goods Sold</th>
<th>Amount of Contract</th>
<th>Date of Delivery/End-user's Acceptance</th>
<th>Date of Official Receipt</th>
<th>Bidder is:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>A. Manufacturer</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>B. Supplier</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>C. Distributor</td>
</tr>
</tbody>
</table>

Name and Signature of Authorized Representative

Instructions:
1. Cut Off Date as of: (i) Up to the day before the deadline of submission of bids.
2. In the column under "Dates", indicate the dates of Delivery/End-User’s Acceptance and Official Receipt No.
3. Name of Contract column, indicate the Nature/Scope of the Contract for the Procuring Entity to determine the relevance of the entry with the Procurement at hand.
ANNEX “E”

STATEMENT OF: (i) ONGOING CONTRACTS and (ii) AWARDED BUT NOT YET STARTED CONTRACTS

This is to certify that ___________________ has the following completed contracts for the period CY 2010-2014.

<table>
<thead>
<tr>
<th>Date of the Contract</th>
<th>Contracting Party</th>
<th>Name of Contract</th>
<th>Kinds of Goods Sold</th>
<th>Amount of Contract</th>
<th>Date of Delivery/ End-user’s Acceptance</th>
<th>Date of Official Receipt</th>
<th>Bidder is:</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>A. Manufacturer</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>B. Supplier</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>C. Distributor</td>
</tr>
</tbody>
</table>

Name and Signature of Authorized Representative

Instructions:
1. State all on-going contracts including those awarded but not yet started (Government and Private contracts which may be similar or not similar to the project called for bidding as of the day before the deadline of submission of bids.
2. If there is NO on-going contract including awarded but not yet started as of the abovementioned period, state none or equivalent term.
3. The total amount of the ongoing and awarded but not yet started contracts should be consistent with those used in the Financial Contracting Capacity (NFCC) in case an NFCC is submitted as an eligibility document.
4. Name of Contract column, indicate the Nature/Scope of the Contract for the Procuring Entity to determine the relevance of the entry with the Procurement at hand.
BID SECURING DECLARATION

REPUBLIC OF THE PHILIPPINES    )
CITY OF ____________________ ) S.S.

BID-SECURING DECLARATION

SUPPLY AND DELIVERY OF VARIOUS NETWORK SECURITY TOOLS (specify)
Bid Ref No. BAC4IGOV-2014-12-004

To:   Information and Communications Technology Office (ICT Office),
       ICTO Building, C.P. Garcia Avenue, U.P. Diliman, Quezon City

I/We, the undersigned, declare that:

1. I/We understand that, according to your conditions, bids must be supported by a Bid Security, which may be in the form of a Bid-Securing Declaration.

2. I/We accept that: (a) I/we will be automatically disqualified from bidding for any contract with any procuring entity for a period of two (2) years upon receipt of your Blacklisting Order; and, (b) I/we will pay the applicable fine provided under Section 6 of the Guidelines on the Use of Bid Securing Declaration1, if I/we have committed any of the following actions:
   A. Withdrawn my/our Bid during the period of bid validity required in the Bidding Documents; or
   B. Fail or refuse to accept the award and enter into contract or perform any and all acts necessary to the execution of the Contract, in accordance with the Bidding Documents after having been notified of your acceptance of our Bid during the period of bid validity.

3. I/We understand that this Bid-Securing Declaration shall cease to be valid on the following circumstances:
   A. Upon expiration of the bid validity period, or any extension thereof pursuant to your request;
   B. I am/we are declared ineligible or post-disqualified upon receipt of your notice to such effect, and (i) I/we failed to timely file a request for reconsideration or (ii) I/we filed a waiver to avail of said right;
   C. I am/we are declared as the bidder with the Single/Lowest Calculated and Responsive Bid, and I/we have furnished the performance security and signed the Contract.

IN WITNESS WHEREOF, I/We have hereunto set my/our hand/s this ____ day of [month] [year] at [place of execution].

(Signature)
NAME OF BIDDER’S AUTHORIZED REPRESENTATIVE
Designation

-----------------------------------------------------------------------------------------------

1 Issued by the GPPB through GPPB Resolution 03-2012 on 27 January 2012.ANNEX IV (page 2 of 2)
SUBSCRIBED AND SWORN to before me this _____ day of [month] [year] at [place of execution], Philippines. Affiant/s is/are personally known to me and was/were identified by me through competent evidence of identity as defined in the 2004 Rules on Notarial Practice (A.M. No. 02-8-13-SC). Affiant/s exhibited to me his/her [insert type of government identification card used], with his/her photograph and signature appearing thereon, with no. _______ and his/her Community Tax Certificate No. _______ issued on ______ at ______.

Witness my hand and seal this ___ day of [month] [year].

NAME OF NOTARY PUBLIC
Serial No. of Commission ___________
Notary Public for _____ until ______
Roll of Attorneys No. _____
PTR No. __, [date issued], [place issued]
IBP No. __, [date issued], [place issued]

Doc. No. ___
Page No. ___
Book No. ___
Series of ____.
PROFORMA LETTER FOR WITHDRAWAL OF DOCUMENTS

SUPPLIER’S LETTERHEAD

________________________
Date

NICOLAS D. OJEDA, JR.
Deputy Executive Director
Chairman, BAC4IGOV
C. P. Garcia Avenue, U.P. Diliman
Quezon City

Dear Sir:

This has reference to Public Bidding for the (Indicate Bid Reference Number and the Bidder Item/s) Information and Communications Technology Office respectfully requests for the following:

(  ) Withdraw of Bid Submissions
(  ) Refund of Bid Security
   (Attached is a photocopy of the ICT Office Official Receipt)
(  ) Cancellation of Credit Line Certificate

It is understood that ____________________________ waives its right to file any motion for reconsideration and/protest in connection with the above-cited Public Bidding Project.

Thank you.

Very truly yours,

____________________________________
Authorized Signatory for the Company
FORM OF PERFORMANCE SECURITY (BANK GUARANTEE)

To : Information and Communications Technology Office (ICT Office)
C.P. Garcia Avenue, U.P. Diliman
Quezon City

WHEREAS, (Name and Address of Bidder) (hereinafter called “the Service Provider”) has undertaken in pursuance of Purchase Order No. ___________ dated _______ to execute (Name of Contract and Brief Description) (hereinafter called “the Contract”);

AND WHEREAS, it has been stipulated by you in the said Contract that the Service Provider shall furnish you with a Bank Guarantee by a recognized bank for the sum specified therein as security for compliance with the obligation in accordance with the Contract;

AND WHEREAS, we have agreed to give the Service Provider such a Bank Guarantee;

NOW THEREFORE, we hereby affirm that we are the Guarantor and responsible to you, on behalf of the Service Provider, up to a total of [Amount of Guarantee] proportions of currencies in which the Contract Price is payable, and we undertake to pay you, upon your first written demand and without cavil or argument, any sum or sums within the limits of [Amount of Guarantee] as aforesaid without your needing to prove or to show grounds or reasons for your demand for the sum specified therein.

We hereby waive the necessity of your demanding the said debt the Service Provider before presenting us with the demand.

We further agree that no change or addition to or modification of the terms of the Contract to be performed thereunder or of any of the Contract documents which may be made between you and the Service Provider shall in any way release us from any liability under this guarantee, and we hereby waive notice of any such change, addition or modification.

This guarantee shall be valid until the date of the Defects of Liability Certificate.

SIGNATURE AND SEAL OF THE
GUARANTOR

________________________________________

NAME OF BANK

________________________________________

ADDRESS

________________________________________

DATE

________________________________________
TERMS OF REFERENCE

Supply and Delivery of Network Penetration Testing Software

DATE: November 7, 2014

Background

The iGovPhil Project seeks to reinforce the overall security posture of the data center network by ensuring that applications are tested for vulnerability and audited for possible holes and exploits. The following utilities will keep the software firmware and information systems deployed in the data center in check for possible entry point of intrusions and breaches.

Quantity: One (1) Lot
Minimum Specification:

1. License
   1.1. Professional Perpetual License with unlimited IP address
   1.2. Includes licenses for operating system and other software dependencies

2. Maintenance and Support
   2.1. Three (3) years maintenance and support

3. Training
   3.1. With on-site certification training for at least five (5) people

4. Features
   4.1. Network Penetration Testing
      4.1.1. The software should be able to:
         4.1.1.1. Gather network information and build system profiles
         4.1.1.2. Identify and exploit critical OS, device, service, and application vulnerabilities
         4.1.1.3. Replicate an attacker’s attempts to access and manipulate data
         4.1.1.4. Leverage compromised systems as beachheads to attack other network resources through VPN and proxy pivots
         4.1.1.5. Test defensive technologies’ ability to identify and stop attacks

4.2. Client-Side Testing of End Users and Endpoints
4.2.1. The software should be able to:
4.2.1.1. Crawl sites, search engines, etc. for potential target information
4.2.1.2. Leverage a variety of templates or create custom phishing emails
4.2.1.3. Use client-side exploits to test endpoint system security, assess defenses, and pivot to network tests
4.2.1.4. Test security awareness with or without exploiting systems

4.3. Identity Discovery & Password Cracking
4.3.1. The software should be able to:
4.3.1.1. Discover Windows NTLM hashes and attempt to determine plaintext passwords for those hashes
4.3.1.2. Discover identities: usernames, passwords, SSH keys, and cookies
4.3.1.3. Utilize learned identities as part of multi-vector tests
4.3.1.4. Automatically take control of systems via weak authentication

4.4. Wireless Network Penetration Testing
4.4.1. The software should be able to:
4.4.1.1. Assess WEP, WPA-PSK and WPA2-PSK encrypted networks
4.4.1.2. Conduct man-in-the-middle attacks, intercept wireless transmissions, and insert exploits into relayed traffic
4.4.1.3. Impersonate access points to target Wi-Fi enabled systems

4.5. Web Application Penetration Testing
4.5.1. The software should be able to:
4.5.1.1. Identify weaknesses in web applications, web servers and associated databases - with no false positives
4.5.1.2. Test for all OWASP Top Ten web application vulnerabilities
4.5.1.3. Dynamically generate exploits that can compromise security weaknesses in custom applications
4.5.1.4. Import and validate results from web vulnerability scanners to confirm exploitability and prioritize remediation
4.5.1.5. Pivot attacks to the web server and backend network

4.6. Mobile Device Penetration Testing
4.6.1. The software should be able to:
4.6.1.1. Identify critical exposures posed by mobile devices on your network
4.6.1.2. Evaluate the security of new mobile devices and related web services prior to deployment
4.6.1.3. Get actionable data required to mitigate business risks
4.6.1.4. Access call and text logs, GPS data, and contact entries

4.7. Surveillance Camera Attacks
4.7.1. Testing teams can identify whether a host on their network is a camera and then test it for vulnerabilities
4.7.2. Ability to prove camera vulnerabilities by taking a still shot of the video feed, or accessing the camera's administration interface
4.7.3. Testing video cameras using can be done manually or with rapid penetration test (RPT) wizards

4.8. Minimum System Requirements
4.8.1. Must run on Windows 2008 Server OS

4.9. Medium of Installation
4.9.1. Downloadable installer files
4.9.2. Optical Media

Prepared By: JOHN ROBERT T. MENDOZA
Senior Science Research Specialist
DOST - ASTI

Recommended Approval: [Signature]

Approved By: DENIS F. VILLORENT
iGovPhl Project Director
DOST - ICT Office

ANTONETTE T. TORRES
iGovPhl Project Manager
DOST - ICT Office
TERMS OF REFERENCE

Supply, Delivery and Installation of Source Code Analysis Tool
DATE: November 7, 2014

Background

The iGovPhil Project seeks to reinforce the overall security posture of the data center network by ensuring that applications are tested for vulnerability and audited for possible holes and exploits. The following utilities will keep the software firmware and information systems deployed in the data center in check for possible entry point of intrusions and breaches.

Quantity: One (1) Lot
Minimum Specification:

1. Complete Enterprise Suite
   1.1. This includes: Server Software; Scanning Engine Software; Scanners; Reviewers; and IDE Plugins
   1.2. Software licenses for the operating system and database application

2. Support, Warranty and Subscriptions, and Training
   2.1. Three (3) years support, maintenance warranty and software subscription for upgrades
   2.2. With on-site training for at least five (5) people for at least thirty-six (36) hours

3. Server Host Requirements
   3.1. Must run in a Windows 2012 environment with IIS 8.0
   3.2. Must be compatible with .NET framework 3.5.SP1 or above
   3.3. Must be able to scan 4M lines of codes using a minimum hardware configuration of
       3.3.1. 3-core 2.3 Ghz processor with 24GB of RAM and 250GB of disk space

4. Features
   4.1. Static Code Analysis
       4.1.1. Delivers security and the requirement of incorporating security into the software development lifecycle (SDLC)
       4.1.2. Able to store all code properties in an open and query-able database.
   4.2. Supported Languages
       4.2.1. The tool should be able to:
           4.2.1.1. Support the following coding languages: Java, C# / .NET, PHP, C, C++, Visual Basic 6.0, VB.NET, Flash, APEX, Ruby, Javascript, ASP, Perl, Android, Objective C, PL/SQL, HTML5
           4.2.1.2. Support the following development environments, languages, and frameworks:
<table>
<thead>
<tr>
<th>Dev Environment</th>
<th>Languages</th>
<th>Frameworks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Java</td>
<td>Java</td>
<td>Struts</td>
</tr>
<tr>
<td></td>
<td>J2SE</td>
<td>Spring MVC 2.5</td>
</tr>
<tr>
<td></td>
<td>J2EE</td>
<td>iBatis 2.3.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>GWT</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Hibernate</td>
</tr>
<tr>
<td></td>
<td></td>
<td>OWASP ESAPI</td>
</tr>
<tr>
<td>Net</td>
<td>C#</td>
<td>ASP.NET</td>
</tr>
<tr>
<td></td>
<td>VB. Net</td>
<td>Component Art</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Infragistics</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Far Point</td>
</tr>
<tr>
<td></td>
<td></td>
<td>iBatis 2.3.</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Hibernate. Net</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Entity framework up to 4.3.1</td>
</tr>
<tr>
<td>ASP</td>
<td>ASP</td>
<td>JavaScript</td>
</tr>
<tr>
<td></td>
<td></td>
<td>VBScript</td>
</tr>
<tr>
<td></td>
<td></td>
<td>PL\SQL</td>
</tr>
<tr>
<td></td>
<td></td>
<td>HTML5</td>
</tr>
<tr>
<td>VB</td>
<td>VB6</td>
<td></td>
</tr>
<tr>
<td>C/C++</td>
<td>C\C++</td>
<td>MISSRA</td>
</tr>
<tr>
<td>PHP</td>
<td>PHP</td>
<td>Zend 1.1</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Kohana 3.0</td>
</tr>
<tr>
<td></td>
<td></td>
<td>CakePHP</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Symfony</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Smarty</td>
</tr>
<tr>
<td></td>
<td></td>
<td>OWASP ESAPI</td>
</tr>
<tr>
<td>Salesforce</td>
<td>Apex</td>
<td>Visual Force</td>
</tr>
<tr>
<td>Ruby</td>
<td>Ruby</td>
<td>Ruby on Rails</td>
</tr>
<tr>
<td>JavaScript</td>
<td>JavaScript</td>
<td>JQuery</td>
</tr>
<tr>
<td>VBScript</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Perl</td>
<td>Perl 5.005 - 5.14</td>
<td></td>
</tr>
<tr>
<td>Android</td>
<td>Java</td>
<td></td>
</tr>
<tr>
<td>iOS</td>
<td>Objective C</td>
<td>IOS mobile applications</td>
</tr>
<tr>
<td>HTML5</td>
<td></td>
<td></td>
</tr>
<tr>
<td>PL\SQL</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
4.3. Support for All Major Standards
   4.3.1. Supports all OWASP Top 10 and SANS standards out of the box.
   4.3.2. Enables limitless coverage of the software vulnerability spectrum.

4.4. Application Security Testing
   4.4.1. Creates a persistent database that stores all scans' results and enables
   intelligent, repeatable, risk exploration queries

4.5. System Architecture
   4.5.1. The overall source code analysis tool suite must support a centralized
   architecture where all server components are installed on the same host, or
   a distributed architecture, where any of the components are installed on
   dedicated hosts.
   4.5.2. The scanning engine software must be able to handle 100K lines of code
   per hour.
   4.5.3. Communications between the server components and client software must
   via HTTP/HTTPS.

Prepared By:

John Robert T. Mendoza
Senior Science Research Specialist
DOST - ASTI

ANTONETTE T. TORRES
iGovPhil Project Manager
DOST - ICT Office

DENIS F. VILLORENTE
iGovPhil Project Director
DOST - ICT Office
TERMS OF REFERENCE

Supply, Delivery and Installation of Web Vulnerability Scanner
DATE: November 7, 2014

Background

The iGovPhil Project seeks to reinforce the overall security posture of the data center network by ensuring that applications are tested for vulnerability and audited for possible holes and exploits. The following utilities will keep the software firmware and information systems deployed in the data center in check for possible entry point of intrusions and breaches.

Quantity: One (1) Lot
Minimum Specifications:

1. License
   1.1. Enterprise Edition with Unlimited Websites

2. Maintenance and Support
   2.1. Three (3) years maintenance and support

3. Training
   3.1. With on-site training for at least five (5) people for at least thirty-six (36) hours

4. Features
   4.1. Scanning for SQL Injection and Cross Site Scripting (XSS) Vulnerabilities
       4.1.1. The tool should be able to:
           4.1.1.1. Detect SQL injection and XSS vulnerabilities
       4.2. Full HTML Support
           4.2.1. The tool should be able to:
               4.2.1.1. Fully interpret websites, web applications and mobile-friendly websites, including those implemented using HTML5 and JavaScript-based technologies, such as AJAX and Single Page Applications.
               4.2.1.2. Automatically detect DOM-based XSS vulnerabilities.
   4.3. Automatic Scanning for Password Protected Areas
       4.3.1. The tool should be able to:

INFORMATION AND COMMUNICATIONS TECHNOLOGY OFFICE
ICTO Building, C.P. Garcia Avenue, Diliman, Quezon City 1101, Philippines
+63 (02) 920-0101

iGov Philippines
Integrated Government Philippines Project
4.3.1.1. Automatically fill in web forms and authenticate against web logins.

4.4. Multiple Website Scanning

4.4.1. The tool should be able to:

4.4.1.1. Launch scans to all websites anytime and anywhere.

4.5. Report Generation for Legal and Regulatory Compliance

4.5.1. The tool should:

4.5.1.1. Include extensive and detailed reporting modules that cover a wide range of standards, including:

   a. CWE/SANS Top 25 Most Dangerous Software Errors
   b. The Health Insurance Portability and Accountability Act (HIPAA)
   c. International Standard - ISO 27001
   d. NIST Special Publication 800-53 - Recommended Security Controls for Federal Information Systems
   e. OWASP TOP 10 2013
   f. Payment Card Industry Data Security Standard version 3.0
   g. Sarbanes-Oxley Act
   h. DISA STIG Web Security
   i. Web Application Security Consortium: Threat Classification

4.6. Perimeter Server Security

4.6.1. The tool should be able to run port scans against the web server hosting the website and automatically identify network services running on open ports, and launch a series of network security tests against those network services.

4.6.2. Have the following security checks:

4.6.2.1. Test for weak passwords on FTP, IMAP, SQL servers, POP3, Socks, SSH, Telnet and other DNS server vulnerabilities like Open Zone Transfer, Open Recursion, Cache Poisoning,

4.6.2.2. FTP access tests such as if anonymous access is allowed, and list of writeable FTP directories, security checks for badly configured Proxy Servers

4.6.2.3. Checks for weak SNMP Community String,

4.6.2.4. Checks for weak SSL ciphers,

4.6.2.5. And many other sophisticated security checks

4.6.3. Online solution makes use of OpenVAS.

4.7. Advanced Penetration Testing Tools

4.7.1. Should include advanced tools to allow penetration testers to fine tune web application security audits:

4.7.1.1. HTTP Editor: Construct HTTP/HTTPS requests and analyze the web server response.
4.7.1.2. HTTP Sniffer: Intercept, log and modify all HTTP/HTTPS traffic and reveal all data sent by the browser and by the web application.
4.7.1.3. HTTP Fuzzer: Perform sophisticated fuzzing tests, in order to test web applications input validation and handling of unexpected and invalid random data.
4.7.1.4. Blind SQL Injector: Automated database data extraction tool for manual penetration tests.

4.8. Other Advanced Features
4.8.1. The tool should be able to:
4.8.1.1. Detect HTTP Parameter Pollution (HPP) vulnerabilities.
4.8.1.2. Support custom HTTP headers in automated scans.
4.8.1.3. Support multiple HTTP authentication credentials.
4.8.1.4. Scan profiles to easily scan websites with different scan options and identities.
4.8.1.5. Have custom report generator.
4.8.1.6. Compare scans and find differences with previous scans.
4.8.1.7. Easily re-audit website changes with rescans functionality.
4.8.1.9. Detect directories with weak permissions and if dangerous HTTP methods are enabled.
4.8.1.10. Generate a list of uncommon HTTP responses such as internal server error, HTTP 500, etc.
4.8.1.11. Customize list of false positives.
4.8.1.14. Rescan a specific vulnerability in order to verify remediation.
4.8.1.15. Automate File Upload Forms vulnerability testing.
4.8.1.16. Automatically determine if a customer error page is in use, and identify it without needing any recognition patterns to be configured before the scan.
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Noted By:

[Signature]
ANTONETTE T. TORRES
iGovPhl Project Manager
DOST - ICT Office

Approved By:

[Signature]
DENIS F. VILLOREnte
iGovPhl Project Director
DOST - ICT Office